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1. Abstract 
The SecurIT project aims at supporting innovative technological solutions in the field of security, developed 

by 60+ consortiums of European SMEs, that are granted with a prototype or demonstrator voucher, through 

a top-notch selective process of 2 Open Calls. In fine, the project will support collaborative projects that will 

create a new industrial value chain. 

This document has been developed as part of WP2 “SecurIT Challenges definition”, Task 2.2 “Mapping of 

security solutions offers”. This is the second release of this task, focusing on the products / services / 

solutions available in the domain of security. This first release, delivered in January 2022, had the shape of 

a .pdf catalogue of solutions proposed by European companies (mainly SMEs), belonging to the ecosystems 

of the SecurIT consortium. 

The second release of the mapping catalogue has now taken the shape of an online and interactive 

mapping catalogue, allowing search and filtering according to several criteria relevant to SecurIT, 

and available on https://mapping.securit-project.eu/ . 

This online tool is used to identify potential matching with the needs and applications during the 2nd open call 

of SecurIT, especially for the matchmaking among potential applicants. This interactive mapping is going to 

be kept during the full duration of the SecurIT project.  

 

Authors (organisation) 

Pôle SCS (leading organisation) with contributions from CenSec, HSD, L3CE, LSEC, SAFE, Systematic 

 

Reviewers (organisation) 

SAFE Cluster 

 

Keywords 

Security, Cybersecurity, Sensitive infrastructure protection, Disaster resilience, Public space protection, 

SME, catalogue, competences, products, solutions, services 

Legal notice 

The information and views set out in this application form are those of the author(s) and do not necessarily 

reflect the official opinion of the European Union. Neither the European Union institutions and bodies nor any 

person acting on their behalf may be held responsible for the use which may be made of the information 

contained therein. 
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2. Introduction 
This report is a presentation of the online interactive mapping of security solutions developed in the 

framework of the SecurIT project, and that are applicable to the SecurIT domains and challenges, namely: 

1.1 Cybersecurity   

1.2 Operations & optimisation of communication networks and alert systems 

1.3 Identification and access control   

1.4 Zone security and perimeter protection 

 

2.1 Prior to crisis: prediction, risk knowledge and assessment   

2.2 During crisis: communication and warning systems   

2.3 After crisis: post event analysis and recovery   

 

3.1 Detection and alert (real time)   

3.2 Analysis    

3.3 Decision making   

3.4 Data protection, cybersecurity, cybercrime   

 

Those security solutions have been identified by SecurIT cluster partners, based on the 

products/services/expertise provided by the companies of their ecosystem. 

The identified solutions proposed by companies (mainly SMEs), have been classified according to the to the 

above-mentioned SecurIT domains and challenges in terms of use cases and applications, and also 

according to their technological focus, in three main areas: 

• Cybersecurity: the mapping has been done according to the taxonomy for cybersecurity as 

proposed by the European Cyber Security Organisation (ECSO)1. This taxonomy classifies 

cybersecurity capabilities. Five designated capabilities – identify, protect, detect, respond, recover – 

present concrete competences and means to mitigate, resolve, monitor and analyse cyber-related 

threats: 

o IDENTIFY – for the better organisational understanding of the IT infrastructure and 

cybersecurity readiness to manage cyber risks to individuals, systems, assets, data and 

capabilities. 

 
1 https://ecs-org.eu/ecso-uploads/2022/10/605de1e3a768a.pdf  

https://ecs-org.eu/ecso-uploads/2022/10/605de1e3a768a.pdf
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o PROTECT – for appropriate safeguards to reduce the attack surface and to ensure the 

availability, integrity, confidentiality, auditability and performance of the critical IT services. 

o DETECT – for appropriate tools to identify the nature and the scope of cyber-attacks carried 

out on the entity. 

o RESPOND – for appropriate measures to effectively mitigate the detected cybersecurity 

incidents. 

o RECOVER   – appropriate action plans to bounce back from cyber-attack and to restore any 

capabilities or services affected 

• Cyber-physical security services: this area covers security services that are based on cyber 

systems (digital) applied into a physical context/use case 

o Audit, planning and advisory services (e.g.: Security audit, vulnerability and intrusion 

testing, and risk and threat assessment)   

o System integration and implementation services (e.g.: Implementation and integration, 

interoperability testing)   

o Management and operations services (e.g.: Security system management and 

operations)   

o Security training services (e.g.: IT / cyber-security education and training)   

• Other security products and solutions: this area covers all the other technological products and 

solutions (including digital but not exclusively) that are applicable to security context/use case. 

o Identification and authentication (e.g.: identification, accreditation and authentication 

systems for persons (including with biometrics); e.g. PIN and chip cards, identity cards, 

passport systems, etc.; Identification and authentication of materials, goods and equipment 

(e.g. vehicle recognition, protection against forgery and counterfeiting))  

o Intruder detection and alarm/Fire detection, alarm and suppression    

o Detection and screening for dangerous or illicit items or concealed persons (e.g.: 

screening of persons, baggage, cargo; Specialised detection for CBRNE (chemical, 

biological, radiological, nuclear, and explosives) and other risks)    

o Observation and surveillance (localised) (e.g.: Video and other observation and 

surveillance systems (e.g. CCTV) including video analytics etc.)    

o Observation and surveillance (wide area)    

o Tracking and, tracing, positioning and localisation (e.g.: Tagging and tracking devices 

and systems (e.g. bar code, RFID, Wi-Fi-based)    
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o Tracking, localisation and positioning of hazardous substances and devices (e.g. 

radioactive materials, hazardous chemicals, etc.))    

o Command, control and decision support    

o Intelligence and information gathering    

o Vehicles and platforms (e.g.: aircraft; UAVs; robotic platforms)  

o Equipment and supplies for security services   
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3. Online interactive mapping 

3.1  Development of the mapping platform 

The overall framework for the online mapping has been built from the initial collaborative mapping platform 

that was developed in the STARTUP3 project2. Thanks to the collaboration of Pôle SCS and the ICT Cluster 

in Slovenia (both partners in STARTUP3), this initial STARTUP3 platform has been freely available to the 

SecurIT consortium.  

Then, Pôle SCS has been in charge of adapting the STARTUP3 mapping platform to the needs of SecurIT 

and its deployment into the SecurIT public web site. 

 

3.2  Mapping platform 

The mapping platform is available on the SecurIT public web site  https://securit-project.eu/ from the main 

menu, and also directly from the following address: https://mapping.securit-project.eu/  

 

Figure 1 - Link to Security mapping from SecurIT web site 

 
2 https://startup3.eu/ Operated in 2020 and 2021, the STARTUP3 project (H2020 - Grant agreement ID: 
871709 – coordinated by Pôle SCS) aimed at implementing an acceleration program for promising startups, 
in order to generate, take up, ensure market penetration and further capitalise on the growth and impact 
potential of profound research through a 3-phase framework - UPTAKE-UPGRADE-UPSCALE.  

https://securit-project.eu/
https://mapping.securit-project.eu/
https://startup3.eu/


 

 

9 

D2.3 - Cybersecurity and security sector offers analysis 2, Mapping of security solutions offers 

This project has received funding from the European Union’s Horizon 2020 research and innovation 
programme under grant agreement No 101005292 

 

 

 
Figure 2 - Security mapping platform, main page 

 

The registered companies can be sorted by countries and filtering can be done based on any key words. 

Data related to the filtered companies can then be exported into .pdf file, that is sent to the user via email. 

The security products/solutions can also be filtered according to the security categories presented in the 

section 2 of the present deliverable (Tab 2 “Security solutions”), and according to the SecurIT domains and 

challenges coming from Task 2.1 (Tab 3 “Search by domains and challenges”). In the same way, data related 

to filtered products/solutions can then be exported into .pdf file, that is sent to the user via email. Moreover, 

all European business clusters in the fields of security or digital technologies with applications in security – 

which are partners or Ambassador Clusters of SecurIT – are listed in a dedicated tab (tab 4 “Business 

clusters”). 

 

3.3  Registration process 

Anyone can directly register his/her company via the module “Register your solution”, by providing details on 

the company identity, the company offer(s) and its position along the value chain. Each company can enter 

several products/solutions, according to the categories presented into Section 2 (cf. p.5-7). The consent 

declaration has to be given by the company entering the data.  

The information that must be provided by each company are exactly the same as the ones that have already 

been collected for the 1st release of the mapping catalogue.  
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Figure 3 - Security mapping platform, registration form 
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Before publication on the platform, and each time a company is entering data in order to be registered on the 

SecurIT mapping platform, an email is sent to the SecurIT consortium, for validation by the SecurIT 

consortium via the backoffice interface (managed by Pôle SCS). 

Therefore, only SMEs and security products/solutions that have been validated by the SecurIT consortium 

(task allocated to SCS) are displayed in the mapping platform. 

 

 

3.4  Registered solutions and companies 

As on 20/02/2023, the online interactive mapping of SecurIT comprises 148 different security 

products/solutions, provided by 113 different companies (SME) from 10 different countries, which are listed 

in Annex 1. 

The platform is going to be kept alive during the full project duration as an active asset of the SecurIT project. 

It is particularly promoted during the opening phase of the 2nd SecurIT call, as a mean to develop networking 

opportunities and for partner search. 
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Figure 4 - Promotion of the SecurIT mapping platform via the SecurIT web site and social media 
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4. Annex 
 

List of security products/solutions (148) and SMEs (113) registered on the SecurIT mapping platform, as on 

20/02/2023. 

 



SECURITY SOLUTIONS 
MAPPING

List of products and 
services

Number of items: 148
Created time: 20/02/2023 13:44:34
Generated by: marielle.campanella@pole-

scs.org

FILTERS 
Query: /



Bubo

Type Product
Organization BUBO INITIATIVE
Country France
Type of customers /
Keywords /
Short description Bubo SENTRY, for easy and quick visualising pour visualiser the 

level of security mzturiy of a given activiy, with consolidated 
indicators and thematic dash boards ,
Bubo HUNT, for warning and montoring of security events
Bubo FLIGHT, to delegate the use of the Bubo Sybersec tools. 
Bubo NEST, to train staff to Bubo Cybersec solutions.

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

1 of 148



CyberDiode & DiD

Type Product
Organization Cyberium
Country France
Type of customers /
Keywords /
Short description - CyberDiode: hardware datadiode - unidirectional communication 

- and associated software for applications
- DiD-USB  - Full Defence-in-Depth protection against USB 
malware / removable media (including multi-engine A / V 
software and USB "diode")
- DiD-RemoteAccess , a real protocol break and multi-layered 
solution to considerably reduce the spectrum of attacks and 
allow true Defence-in-Depth secure remote

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

2 of 148



Haruspex H-PAR

Type Product
Organization Haruspex
Country Italy
Type of customers /
Keywords /
Short description An AI-based cyber-solution that finds all the potential cyber-

threats and adopts the minimum number of countermeasures to 
neutralize all the risks.

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

3 of 148



I.C REP

Type Product
Organization I.C REP
Country France
Type of customers /
Keywords /
Short description . Portable PC protected against ransomwares, illegal copying and 

cyberattacks
. SSD with embedded AI against ransomwares, cyber attacks and 
physicak attacks
.  Secured SD/μSD cards including several features, such as 
encryption, private partition, read-only 
. Secured USB drives with several features, such as encryption, 
private partition, read-only possible.
. Military SSD with self destruct feature, secrue erasing, 
encryption, protection against power cut off and overloads
. Protection and anti-piracy
. Anti-fraud and authentification

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

4 of 148



BKUBE

Type Product
Organization Kletel Multimedia
Country France
Type of customers /
Keywords /
Short description "The Bkube solution is a new product specially adressed to SMEs 

in order to protect their data from cyber attacks.
- First all-in-one automatic backup box, Mac and PC compatible
- Invisible backup solution on  network: non-sensible to cyber 
attacks during data backups. The box disk is not accessible via 
network. Only the proprietary application can send files. Then it is 
no longer possible to modify them. Recovery is only possible in 
the event of a problem.
- Possibility of recovering previous versions of  files, so possibility 
to recover an older version of a file that would have been 
modified.
- Integrated monitoring system: The monitoring system sends the 
user an alert of the backups that have been made. It notifies the 
user in case of problems,  last backup made, remaining space on 
the disk and when backups that have not been made.
- Also helps SMEs to comply with  GDPR"

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

5 of 148



SIGR software

Type Product
Organization NOVASECUR
Country France
Type of customers /
Keywords /
Short description SIGR software : Information system for risk management
Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

6 of 148



MANNED UNMANNED TEAMING

Type Product
Organization PATROLAIR
Country France
Type of customers /
Keywords /
Short description Helicopters/Airplanes and UAV's are complementary in security 

mission. Operations can be improved by creating a teaming 
(advanced cooperation) between both aircrafts operating in a 
same mission. UAV's detect, collect information and provide 
data's to helicopter crew who can save time to react or rescue 
people.

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

7 of 148



Sherlock

Type Product
Organization ProHacktive
Country France
Type of customers /
Keywords /
Short description ProHacktive has developed an innovative preventive, automatic 

and permanent cybersecurity solution to identify and issue alerts 
as soon as a known vulnerability is present on a network. The 
easy-to-understand administration interface provides an overview 
of all connected devices and associated risks in real time.

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

8 of 148



VIDETICS PERCEPTION

Type Product
Organization VIDETICS
Country France
Type of customers /
Keywords /
Short description VIDETICS Perception is the fusion of a robust, optimized and 

controlled inference and data aggregation pipeline with 
knowledge and experience of the safety market going from the 
client needs to the way information, configuration and schedule 
of analytics ought to be set and controlled by security operators 
and safety professionals. Centered around those two main pillars, 
Perception gets the best of both worlds. Indeed stemming from 
years of knowledge about security related technologies, our 
innovation is compatible with every IP CCTV cameras on the 
market and interfaces itself with the main video management 
systems and automation SDKs. Our solution is ready to easily 
integrate new SDKs and communication protocol by design and 
provide a cross-platform client which allows you to fully control 
your intelligent video analytics installation and how it 
communicates with your entire security infrastructure from any 
devices you deem fit to.

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

9 of 148



Sikur Connect

Type Product
Organization Sikur
Country France
Type of customers /
Keywords /
Short description Critical Systems and Devices Management.The product uses the 

best safety practices and complies with the main global 
regulations. The channel between the user and the device is fully 
encrypted, using industry standard protocols and offering 
extensive possibilities for integration with existing systems 
through APIs (Application Programming Interfaces).

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

10 of 148



Sikur ID

Type Product
Organization Sikur
Country France
Type of customers /
Keywords /
Short description Critical Systems and Devices Management.The product uses the 

best safety practices and complies with the main global 
regulations. The channel between the user and the device is fully 
encrypted, using industry standard protocols and offering 
extensive possibilities for integration with existing systems 
through APIs (Application Programming Interfaces).

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

11 of 148



Sikur Messenger

Type Product
Organization Sikur
Country France
Type of customers /
Keywords /
Short description Critical Systems and Devices Management.The product uses the 

best safety practices and complies with the main global 
regulations. The channel between the user and the device is fully 
encrypted, using industry standard protocols and offering 
extensive possibilities for integration with existing systems 
through APIs (Application Programming Interfaces).

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

12 of 148



Sikur One

Type Product
Organization Sikur
Country France
Type of customers /
Keywords /
Short description Critical Systems and Devices Management.The product uses the 

best safety practices and complies with the main global 
regulations. The channel between the user and the device is fully 
encrypted, using industry standard protocols and offering 
extensive possibilities for integration with existing systems 
through APIs (Application Programming Interfaces).

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

13 of 148



AKIDAIA

Type Service
Organization AKIDAIA SAS
Country France
Type of customers /
Keywords patent, technology, application
Short description Patenting technology to control the access everywhere, even the 

most isolated areas: 
1. The offline Akidaia Minibox, plug'n'play on all opening systems, 
portals, gates, doors, etc.
2. The backoffice to follow and manage accesses with a phone 
number. 
3. The secured mobile application is a digital keychain, 
communicating via encrypted Bluetooth Low Energy to answer 
the Akidaia Minibox offline defy.

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

14 of 148



mPKI INeS

Type Product
Organization WISEKEY
Country France
Type of customers /
Keywords /
Short description "1.Semiconductors for digital security applications, including 

secure NFC, secure microcontrollers, secure IoT, secure smart 
card readers;
2. Digital identity and Public Key Infrastructure (PKI) technology, 
including different trust services, an ID verification platform for 
mobile and website applications"

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

15 of 148



Ines

Type Product
Organization WISEKEY
Country France
Type of customers /
Keywords /
Short description "1.Semiconductors for digital security applications, including 

secure NFC, secure microcontrollers, secure IoT, secure smart 
card readers;
2. Digital identity and Public Key Infrastructure (PKI) technology, 
including different trust services, an ID verification platform for 
mobile and website applications"

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

16 of 148



WISE ID

Type Product
Organization WISEKEY
Country France
Type of customers /
Keywords /
Short description "1.Semiconductors for digital security applications, including 

secure NFC, secure microcontrollers, secure IoT, secure smart 
card readers;
2. Digital identity and Public Key Infrastructure (PKI) technology, 
including different trust services, an ID verification platform for 
mobile and website applications"

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

17 of 148



Certify ID

Type Product
Organization WISEKEY
Country France
Type of customers /
Keywords /
Short description "1.Semiconductors for digital security applications, including 

secure NFC, secure microcontrollers, secure IoT, secure smart 
card readers;
2. Digital identity and Public Key Infrastructure (PKI) technology, 
including different trust services, an ID verification platform for 
mobile and website applications"

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

18 of 148



VaultIC / MS6003

Type Product
Organization WISEKEY
Country France
Type of customers /
Keywords /
Short description "1.Semiconductors for digital security applications, including 

secure NFC, secure microcontrollers, secure IoT, secure smart 
card readers;
2. Digital identity and Public Key Infrastructure (PKI) technology, 
including different trust services, an ID verification platform for 
mobile and website applications"

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

19 of 148



Card reader AT

Type Product
Organization WISEKEY
Country France
Type of customers /
Keywords /
Short description "1.Semiconductors for digital security applications, including 

secure NFC, secure microcontrollers, secure IoT, secure smart 
card readers;
2. Digital identity and Public Key Infrastructure (PKI) technology, 
including different trust services, an ID verification platform for 
mobile and website applications"

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

20 of 148



NanoSeal

Type Product
Organization WISEKEY
Country France
Type of customers /
Keywords /
Short description "1.Semiconductors for digital security applications, including 

secure NFC, secure microcontrollers, secure IoT, secure smart 
card readers;
2. Digital identity and Public Key Infrastructure (PKI) technology, 
including different trust services, an ID verification platform for 
mobile and website applications"

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

21 of 148



SYNEXIE

Type Product
Organization SYNEXIE
Country France
Type of customers /
Keywords /
Short description "Management of computer equipment and supplies 

(maintenance, monitoring)
Acquisition and installation of cybersecurity solutions . • 
Antispam, antiphising : vade secure
• Web & mobile filtering : Olfeo, Rohde & Schwarz
• Encryption : Prim’X
• Firewall : Stormshield, Fortinet
• MFA : InWebo, Wallix
• Antivirus : Trend Micro, Bit Defender, Symantec
• Storage, internet, cloud : OoDrive, Azure, Office 365
• Supervision, Administration : iTrust, Trend Micro VisionOne 
(SOC)"

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

22 of 148



APEX

Type Service
Organization APEX solutions
Country France
Type of customers /
Keywords models, protection, critical infrastructures
Short description Development of fast-running risk models and geographic data 

analysis of stakes.Some applications : blast propagation in urban 
configurations (ANR URBEX project), GIS-database processing for 
fire and rescue servcices, physical protection modellling for 
critical infrastructures, modelling of CBRN-RE threats...

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

23 of 148



AQUILAE

Type Service
Organization Aquilae
Country France
Type of customers /
Keywords Detection
Short description Video analysis solution to detect anomalies: 

Intrusion detection
Abnormal crowd movements
Unsupervised anomaly detection 
Abandoned/unauthorized object detection
Help to find a person : person and vehicle tracking

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

24 of 148



VisiMAX VMS

Type Product
Organization CASD
Country France
Type of customers /
Keywords software, video
Short description CASD with the VisiMax TM range offers recorders and software 

for recording, visualising and replaying with CCTV cameras.
Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

25 of 148



téléalerte-mediaSig®

Type Service
Organization CII Telecom
Country France
Type of customers /
Keywords /
Short description téléalerte is a hosted alert call automation solution (SaaS). This 

solution is intended for the prevention of risks via the distribution 
of alert messages, by automatic telephone calls, sending of 
faxes, sending of SMS, sending of emails, sending of notifications 
(smartphone application alert&moi and Oyé-Oyé),
sending messages on Twitter, Facebook, on pager, on variable 
message signs, on Vigie® (intelligent speakers) and siren 
triggering.

Example /
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FIDO range

Type Product
Organization NEOWAVE
Country France
Type of customers /
Keywords /
Short description NEOWAVE is a French company specialized in the design, 

manufacturing and marketing of strong authentication devices 
based on secure elements and digital certificate. We offer 3 
product ranges: ID 2.0 solutions for logical and/or physical 
access control, FIDO range for strong authentication on the Web 
and in the cloud and Smart card readers for the implementation 
of multiple secure aplications.

Example /
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ID 2.0 solutions

Type Product
Organization NEOWAVE
Country France
Type of customers /
Keywords /
Short description NEOWAVE is a French company specialized in the design, 

manufacturing and marketing of strong authentication devices 
based on secure elements and digital certificate. We offer 3 
product ranges: ID 2.0 solutions for logical and/or physical 
access control, FIDO range for strong authentication on the Web 
and in the cloud and Smart card readers for the implementation 
of multiple secure aplications.

Example /
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AX Box Gatekeeper

Type Product
Organization aXite Security Tools
Country Netherlands
Type of customers /
Keywords /
Short description aXite Security Tools developed an intelligent and patented OEM 

independent platform including a Gatekeeper to execute zero 
trust access control and active defense in-depth for OT End Point 
protection at field level for operational equipment in the field of 
airport security and for critical infrastructure.

Example /
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CFLW Intelligence Services

Type Service
Organization CFLW Cyber Strategies B.V.
Country Netherlands
Type of customers /
Keywords /
Short description Dark Web and Virtual Assets are often abused to support online 

crimes. CFLW Intelligence Services help to combat these avenues 
abused by cybercriminals. Based on long track record services 
are developed as Dark Web Monitor and Virtual Assets 
(Cryptocurrencies) analytics. Dark Web Monitor (DWM) is an 
open-source intelligence (OSINT) platform that provides strategic 
insights and operational perspectives into criminal and fraudulent 
activities arising from exploitation of the Dark Web and Virtual 
Assets.

Example /
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(Continuous) Purple Teaming

Type Service
Organization Chapter8 B.V.
Country Netherlands
Type of customers /
Keywords /
Short description (Continuous) Purple Teaming is as close to an actual breach as 

you want to get. Our Hacker will perform advanced adversary 
simulation while our Hunter sharpens your defensive measures, 
actively helping you to trace down Hacker. Our Healer will analyse 
other facets of your forensic readiness and translate the Purple 
Team findings to the boardroom.

Example /
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Codean Review Environment

Type Product
Organization Codean BV
Country Netherlands
Type of customers /
Keywords /
Short description Most security analysts use an Integrated Development 

Environment (IDE) to analyze software, even though IDE’s are 
designed for writing software. We have developed a 'Review 
Environment' that replaces the IDE. It is tailor made for security 
analysis: it has features ranging from keeping track what is 
reviewed, to symbiotic taint analysis. It automates mundane 
analysis tasks, and decreases the effort to write reports, so 
security analysts can focus on finding vulnerabilities. This 
enables security experts to deliver more quality in less time.

Example /
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Cryptoguard

Type Product
Organization Compumatica secure networks B.V.
Country Netherlands
Type of customers /
Keywords /
Short description Compumatica offers a post quantum proof line encryption 

solution to encrypt  data on L2, L3 and L4 of the OSI-Model, up to 
100Gbps. The CryptoGuard is a 100% European product, certified 
by The Netherlands, European Union and NATO and used for 
more than 15 years by the Dutch government!

Example /
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EclecticIQ Platform

Type Product
Organization EclecticIQ
Country Netherlands
Type of customers /
Keywords /
Short description EclecticIQ Platform is an open and extendable platform that 

delivers threat intelligence automation and collaboration, forensic 
depth endpoint visibility, and threat detection and response. It 
helps you solve endpoint security, security operations, and threat 
intelligence challenges. Our solutions consist of modular 
products that let you customize capabilities to meet your specific 
needs.

Example /
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Cyber incident response by TRACIP

Type Service
Organization DEVERYWARE
Country France
Type of customers /
Keywords cybersecurity
Short description Cyber incident response by TRACIP (Deveryware group) : this 

offer allows for intervention in several incident scenarios, 
including: incident response on computer parks following 
ransomware infections and website defacement. We identify the 
infectious elements and trace their origin, recover all or part of 
the lost data and secure all the evidence for analysis to enable 
you to file a complaint.

Example /
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CAIAC

Type Product
Organization DEVERYWARE
Country France
Type of customers /
Keywords crisis management, decision making support
Short description CAIAC is a geographic information system (GIS) for business 

continuity planning and crisis management. Customizable GIS 
that brings together open data and proprietary data to better 
manage emergency siuations. To Display and share the situation 
(up to 450 data layers available, depending on the country) and 
facilitate collaborative decision-making.

Example /
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Field k'IT backpack

Type Product
Organization DEVERYWARE
Country France
Type of customers /
Keywords /
Short description The « Field k'IT backpack » offers digital investigators a light and 

compact version of the existing kit (« Field k'IT stormcase). Tracip 
(Deveryware group) offers a complete kit including all the 
equipment, accessories and software essential to start an 
investigation in the field. The « Field k'IT backpack » is an urban 
kit that fits in a backpack. It incorporates the most important 
equipment of the stormcase kit (hexib'IT laptop, external blocker, 
duplicator).

Example /
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MOBIL'SECURITY

Type Product
Organization DEVERYWARE
Country France
Type of customers /
Keywords deployable, screening, deployable
Short description "MOBIL'SECURITY" by Tracip (Deveryware Group) : Mobile security 

screening gate for large events. Mobil'Security is a transportable 
screening station, strictly equivalent to fixed airport equipment, 
and can be deployed in a few hours. It can be deployed in a few 
hours and is strictly equivalent to fixed airport equipment. It 
allows an hourly throughput of 500 to 2000 people depending on 
the models (including PRM access)

Example /
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DeveryAnalytics Telephony Dat

Type Product
Organization DEVERYWARE
Country France
Type of customers /
Keywords investigation, telephony
Short description Deveryware has developed a unique solution for the analysis of 

telephony investigation data: DeveryAnalytics Telephony Data. It 
enables to :
- detect contacts and interactions between individuals
- update networks
- save time and increase the investigative capacity of 
investigators
The solution has been adopted by the French Gendarmerie 
Nationale

Example /
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DeveryLoc

Type Product
Organization DEVERYWARE
Country France
Type of customers /
Keywords geolocation, alerts
Short description DeveryLoc is an automated geolocation information processing 

system for targets that alleviates investigators’ workload and 
contributes to the success of their missions. Thanks to 
DeveryLoc, users can:
- obtain the geolocation of beacons or mobile phones (in 
cooperation with telecom operators)
- set alerts to be informed of relevant events
- analyze position histories, etc.

Example /
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TeleCense

Type Service
Organization DIGINOVE
Country France
Type of customers /
Keywords /
Short description TeleCense helps Companies, Authorities, International 

Organizations and Labs to assess and anticipate population 
growth and migration in emerging countries.

Example TeleCense : Depending on climate scenario and disaster, 
TeleCense can evaluate impacts on infra and population to 
implement prevention actions and assess risks
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Cyber Compliance Platform

Type Product
Organization Isuna B.V.
Country Netherlands
Type of customers /
Keywords /
Short description We provide a complete governance, risk and compliance 

platform. Our platform allows our clients to easily assess their 
cyber maturity, plan for improvements and save money by using 
the community to support them. 
We partner with www.nen.nl to apply ISO27001 to the cyber 
security needs of any size of business. Together we have 
simnplified the standard, making it more understandable and 
achievable.

Example /
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CITY ZEN

Type Product
Organization EDICIA
Country France
Type of customers /
Keywords /
Short description CITY ZEN combining AI / ML at the heart and digital business 

services, delivers 3 levels of high added value activities:
- Anticipation of events, planning and dispatching of resources 
from the command center
- Dynamic and collaborative front and back office management of 
the daily activities of agents and operational managers
- Analytical observatories of delinquency, fraud and urban security

Example /
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EONEF

Type Product
Organization EONEF
Country France
Type of customers /
Keywords balloon
Short description EONEF is able to integrate various of its client’s payload on one of 

its multi-purpose balloons (10m3 or 20m3 balloon).
• EO-20, 20m3, equiped with an EO/IR camera for surveillance
• Payload 1 to 5kg.
• Electric winch with automatic rewinding and deployment.
•Ground balloon docking station for easy maintenance and safety 
ofthe system.
• Remote-controlled Day/Night camera with live image feedback 
(optional:
automation of perimeter rounds and alert feedback).
• Wind resistance 60km/h.
• Flight duration of several months.
• Partial re-inflation maintenance every 5 days on average.
• Energy autonomy: batteries, umbilical cable.

Example Tethered balloon surveillance camera (or others environmental 
sensors)
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UPALGO

Type Product
Organization EZAKO
Country France
Type of customers /
Keywords detection, anomaly
Short description Ezako is the editor of Upalgo, an anomaly detection solution. 

Upalgo identifies abnormal data activity and alerts users. With 
Upalgo's deep learning technology, security monitorings become 
more efficient and less expensive.

Example /
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FoxVigi

Type Product
Organization FOXSTREAM
Country France
Type of customers /
Keywords security, video surveillance
Short description Foxstream offers solutions in the security aera - outdoor intrusion 

detection, protection of the buildings. Today, several hundred 
sites (Seveso sites, solar plant, warehouses, car dealership, etc.) 
are secured by these solutions. Foxstream is also present in the 
"Flow Management" sector (Counting, waiting time, counting, 
etc.) in shops, airports and museums.

Example /
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The Little Alert Box

Type Product
Organization GLOBAL SMART SOLUTIONS
Country France
Type of customers /
Keywords monitoring, analysis, data, anomalies
Short description The Little Alert Box offers resilience and real time monitoring with 

intelligent data analysis. The Little Alert Box can detect 
anomalies and alert automatically via Wi-Fi & satellite.

Example /
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ip4cloud

Type Product
Organization IPCOMM GmbH
Country Germany
Type of customers /
Keywords /
Short description ip4Cloud is able to extract information from existing systems 

with critical processes and transmit it to IT applications, cloud 
services, and SCADA systems for further processing.

Example /
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LIUM

Type Product
Organization LIUM
Country France
Type of customers /
Keywords surveillance, balloon, airships
Short description Lium is a french start-up which develops unmanned tethered 

airships with embedded cameras. These balloons aim to help to 
survey sensitives sites such as nuclear sites, seveso sites and 
warehouse. What we offer is a long lasting solution to guarantee 
safety.

Example /
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MIDGARD

Type Product
Organization MIDGARD
Country France
Type of customers /
Keywords decision, artificial intelligence
Short description MidGard is developing a decision support platform for Civil 

Security actors that allows firefighter drone data to be stored, 
visualized and analyzed automatically using Artificial Intelligence 
modules in order to plan their interventions.

Example /
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APPVISION

Type Product
Organization PRYSM SOFTWARE
Country France
Type of customers /
Keywords control, command, platform
Short description AppVision™ is an open-architecture control-command platform. It 

enables to manage fire and security systems (video, access 
control, intrusion, intercom, analytics, etc.), building management 
and SCADA systems, third-party applications, cybersecurity tools 
and new technologies (drones, robotics and Big Data) in a single 
interface.

Example /
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APPCONTROL

Type Product
Organization PRYSM SOFTWARE
Country France
Type of customers /
Keywords /
Short description AppControl™ is a multi-brand, multi-user, multi-site access control 

management software solution.
AppControl™ enables access control systems from different 
brands to be federated and controlled from a single interface.

Example /
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SENSIVIC

Type Product
Organization SENSIVIC
Country France
Type of customers /
Keywords /
Short description SENSIVIC sound detectors range
Example Automatic smart audio detectors for anomalous noises, GDPR 

compliant. SENSIVIC detectors continuously analyse the usual 
sound activity and detect unusual sound events (gunshots, car 
shocks, verbal assaults drilling tools, screams...). Standalone 
detectors. Privacy respect by design.
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HI-SCAN 6040DV

Type Product
Organization SMITHS DETECTION
Country France
Type of customers /
Keywords x ray, detection
Short description HI-SCAN 6040DV is an advanced X-ray inspection system for 

automatic detection of explosives and liquids in bags and 
parcels. Equipped with optional iCMORE weapon for automatic 
detection of pistols, revolvers, knives. The ideal solution for 
efficient screening in high threat applications such as airports, 
building entrances, government facilities, embassies, banks.

Example /
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LCD 3.3

Type Product
Organization SMITHS DETECTION
Country France
Type of customers /
Keywords /
Short description LCD 3.3 is a portable device detecting and identifying chemical 

warfare agent (CWA) and toxic industrial chemical (TIC)
Example /
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SimCrowds / uCrowds engine

Type Service
Organization uCrowds B.V.
Country Netherlands
Type of customers /
Keywords /
Short description We offer a realistic, interactive, real-time crowd simulator. Our 

engine can be integrated (directly, or via a Unity/Unreal plugin) 
into your software solution, e.g. to power your digital twin or 
Metaverse. Our simulator (SimCrowds) enables users to set up 
and run crowd simulations themselves.

Example /
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ARCHITECT Range

Type Product
Organization STID
Country France
Type of customers /
Keywords /
Short description ARCHITECT range - RFID, NFC and Bluetooth multi-technology 

scalable Readers for high-security access control applications
Example /
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STid Mobile ID

Type Product
Organization STID
Country France
Type of customers /
Keywords /
Short description STid Mobile ID - Mobile Access Control Solution
Example /
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ATX

Type Product
Organization STID
Country France
Type of customers /
Keywords /
Short description ATX - ATEX & IECEx RFID rugged readers and tags for contactless 

identification in hazardous areas
Example /
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SPECTRE

Type Product
Organization STID
Country France
Type of customers /
Keywords /
Short description SPECTRE Access range - UHF & Bluetooth multi-technology and 

long range Readers for vehicle identification
SPECTRE Industry & Extrem range - UHF long range rugged 
readers for all your track & trace applications
SPECTRE GATE - Mobile and autonomous RFID gate for all the 
industrial and logistics applications

Example /
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P25 Siren Controller

Type Product
Organization TPL
Country France
Type of customers /
Keywords /
Short description P25 Siren Controller is an innovative warning siren control kit for 

the population. This innovative product integrates several 
communication vectors allowing the triggering of the siren.
Our product adapts to all public safety radio networks thanks to 
its exceptional versatility.

Example /
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ESTHEL, SAGOD, HWTC

Type Service
Organization VSM
Country France
Type of customers /
Keywords simulation, training
Short description Specialized in simulation for 30 years, VSM opened a training 

center in 2014 in Istres with 3 main products coming from R&D 
projects :
•    ESTHEL : SAR and CSAR mission simulator
•�SAGOD : hoisting simulator for people involved in the aerial 
safety field
•�HWTC : pool for sea survival training sessions (including HUET)

Example Search and Rescue mission simulator, hoisting simulator
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Hudson Cybertec services

Type Service
Organization Hudson Cybertec
Country Netherlands
Type of customers /
Keywords /
Short description Hudson Cybertec provides services like professional security 

assessments, OT monitoring, consultancy & implementation, 
advanced OT cybersecurity Training & Workshops. As an 
internationally recognized Subject Matter Expert in cybersecurity 
for Industrial Automation & Control Systems we are specialized in 
the international cyber security standard (IEC 62443) and use it 
for assessments and developing policies & procedures.

Example /
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Pontem IT controller

Type Product
Organization Pontem IT
Country Netherlands
Type of customers /
Keywords /
Short description Controller to temporarily physically isolate networks with the 

simple push of a button e.g. isolate production network from IT. 
Buys your business vital time by separating the most crucial part 
of your infrastructure, allowing critical processes to continue. 
Useful in the early hours of worldwide ransomware attacks or 
other highly potent vulnerabilities. Allowing disconnection, thread 
assessment, and reconnection in an uniform and simplified way 
across multiple (redundant) links simultaneously. All of this is 
done in a fool proof method including visual feedback providing 
real time insight to the operators, and therefore raising overall 
security awareness level.

Example /
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Responsu trainings platform

Type Product
Organization Hermitage Solutions UAB
Country Lithuania
Type of customers /
Keywords human firewalls; trainings
Short description Responsu cybersecurity awareness online training platform 

empowers organizations to build a strong cybersecurity culture 
and helps companies of all sizes and industries turn their 
employees into "human firewalls", reduce costs, simplify training 
administration and strengthen IT security posture

Example /
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Websites infection detection and forensic system 
"WebReplicator"

Type Service
Organization MB "Kibernetinis saugumas"
Country Lithuania
Type of customers /
Keywords detection; forensic
Short description We are developing a product which is targeted to identify infected 

websites for targeted country. It allows to see much more 
detailed situation. Detection is performed using various 
techniques. All detected infections are recorded and can be 
replayed for the forensic purposes.  At a moment the product is 
used as a service by Lithuanian national CERT.

Example /
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GIS Siena

Type Product
Organization UAB "Komsetas"
Country Lithuania
Type of customers /
Keywords zone security, detection, optoelectronic
Short description GIS Siena is an integrated software package for the protection of 

the zone. GIS Siena displays real-time signals received from 
optoelectronic and detection equipment on monitor screens and 
informs the system operator with an audible signal. All active 
events are displayed on the map with the corresponding icons.

Example /
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ArcGIS System

Type Expertise / competences
Organization Hnit-Baltic
Country Lithuania
Type of customers /
Keywords expertise
Short description We offer our services and expertise for combining and analysing 

geospatial data within the ArcGIS platform and applying the best 
selection of ArcGIS tools for your organizations specific needs 
and goals

Example /
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AcruxCS

Type Product
Organization Acrux cyber services
Country Lithuania
Type of customers /
Keywords Infected websites, detection, forensic
Short description We are developing a product which is targeted to identify infected 

websites for chosen countries. Detection is performed using 
various techniques. Detection in the future will be fully automated 
for several detection methods with an optional human analyst for 
the most advanced detection method.  All detected infections are 
recorded and can be replayed for the forensic purposes. The 
primary targeted user of this product are national CERTs. At a 
moment the product is in the initial stages and it's product (list of 
infected websites in Lithuania) are provided as a service to the 
Lithuanian national CERT. The results of this product are much 
wider / broader compared to any commercial security vendor - 
e.g. Antivirus, etc.

Example /
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Linguistic Recognition

Type Product
Organization Acrux cyber services
Country Lithuania
Type of customers /
Keywords Troll factories, Bots, Language, Linguistic recognition
Short description NLP Algorithm developed by our team allows to identify the 

author of a text similarly as you can identify a person by 
fingerprints. Thus, it is possible to de-anonymize criminals who 
publish on forums or social networks. You can also identify "troll 
factories", bots or publications of user groups acting on the same 
instruction. As part of R&D, our algorithm showed an accuracy of 
87% on data from the politician subforum on reddit. The 
algorithm is resistant to typos and language distortion.

Example /
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SALT

Type Product
Organization Algodone
Country France
Type of customers /
Keywords electronics, cybersecurity, IoT, networks, communicationc, data 

transfer, transactions
Short description Algodone technology is made of a licence server (Saas) and of 

hardware security IP's to be embedded in Electronic systems, 
Asics, Microcontrollers or FPGA to secure transactions and data 
transfers between distant management platform and objects in 
networks

Example /
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Agile Risk Manager

Type Product
Organization ALL4TEC
Country France
Type of customers /
Keywords cybersecurity, risk assessment, risk management, risk analysis
Short description Risk management tool and risk analysis tool. ALL4TEC is 

labelised by the french agency ANSSI for EBIOS Risk Manager 
method.

Example /
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Agile Risk Board

Type Product
Organization ALL4TEC
Country France
Type of customers /
Keywords risk analysis, risk management, risk assessment, cybersecurity
Short description Risk management tool and risk analysys tool. ALL4TEC is 

labelised by the french agency ANSSI for EBIOS Risk Manager 
method

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

73 of 148



Ransom Data Protect

Type Product
Organization DROON
Country France
Type of customers /
Keywords encryption, information security, data security, confidentiality, 

data masking, pseudonymisation
Short description RansomDataProtect allows to encrypt and mask sensitive or 

confidential information inside documents (word, Excel, 
Powerpoint), mails or Databases. Users creates "Circles of 
confidentiality" with approved Members who can decrypt and 
unmask / re-mask information. Documents can be shared, lost, 
stolen, ... readers will be able to read the documents, work on it, 
but won't be able to retrieve or reavel the hidden information. This 
is a solution of Selective Static Data Masking / 
Pseudonymisation.

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

74 of 148



DynFi Firewall

Type Product
Organization DynFi
Country France
Type of customers /
Keywords firewall, network security
Short description DynFi Firewall is a complete perimeter firewall system that offers 

many network protection mechanisms.
Example /
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DynFi Manager

Type Product
Organization DynFi
Country France
Type of customers /
Keywords security management, dashboard, security administration, 

devices, monitoring
Short description With DynFi Manager you will have at your fingertips a centralized 

management solution to administer several hundred devices.
Example /
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Derant Angle

Type Product
Organization Derant
Country Denmark
Type of customers /
Keywords /
Short description Network Detection and Response solution with advanced 

anomaly. Detects even very advanced hackers. Offered as self-
service, managed or SaaS-solution.

Example /
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IDECSI Advanced Monitoring

Type Product
Organization IDECSI
Country France
Type of customers /
Keywords access, rights, sharing, remediation, cybersecurity, detection, 

monitoring, alert
Short description An all-in-one tool that strengthens the key functions of detection, 

monitoring, audit, and remediation for even greater protection.
Example /
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IoTsTrust

Type Product
Organization IoTsTrust
Country France
Type of customers /
Keywords IoT security, assessment, certification, evaluation, analysis, IoT
Short description IoTsTrust provides businesses with a cost-effective and scalable 

solution to assess the level of cybersecurity of connected ICT / 
IoT products from third-party vendors.

We directly engage suppliers from all over the world with efficient 
evaluations and validate the results with accredited laboratories.

Example /
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Kalima Blockchain & IoT

Type Service
Organization Kalima Systemas
Country France
Type of customers /
Keywords blockchain, IoT, data monetization, data security
Short description Kalima Systems goal is to create a new standard for Blockchain 

IoT applications. 
More generally Kalima is a new way to interconnect objects, 
people and services with trust and to bring new possibilities to 
monetize data. We empower enterprise and developers to build 
the next generation of  sustainable Blockchain applications 
building bridges between the physical and the digital world.

Example /
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Montimage Monitoring Tool

Type Product
Organization Montimage
Country France
Type of customers /
Keywords intrusion detection, prevention, 4G, 5G, network monitoring, IoT, 

analysis, pentesting
Short description A monitoring framework, MMT, of tools and services to protect 

and assess the quality of networks, including 4G/5G and IoT 
mobile networks ranging from physical to application network 
layers, business activity, and manufacturing processes. It 
includes intrusion detection and prevention (MMT-Probe), Cyber 
Threat Intelligence services (Cartimia), Root Cause Analysis 
(MMT-RCA), IoT sniffing (MMT-IoT), and pentesting/training tools 
(MI Cyberrange).

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

81 of 148



Olvid

Type Product
Organization Olvid
Country France
Type of customers /
Keywords messaging application, safe, secure, messenger, certified, 

cryptography, encryption, encrypted communications
Short description The most secure messaging app in the world.

Olvid is the first instant messenger certified Security Visa (CSPN) 
by the French National Cybersecurity Agency (ANSSI). Only 
cryptography can guarantee true security of your 
communications. Do not rely on servers that may jeopardize this 
security.

Example /
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Oxibox

Type Service
Organization Oxibox
Country France
Type of customers /
Keywords cybersecurity, protection, data security
Short description Oxibox protects data during its whole lifecycle. It allows for the 

creation of secure enclaves, isolated from the production 
network, protected from attackers and ransomwares. In a 
nutshell it ensures backups are ransomware-proof, usable, and 
allows for one-click restoration.

Example /
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OLIGO RISK MANAGEMENT

Type Product
Organization Reciproc-IT
Country France
Type of customers /
Keywords ebios, risk analysis, dashboard, awareness, cybersecurity, 

platform, risk management
Short description Oligo.rm, based on Ebios RM methodology, is a Risk management 

platform, providing a transversal response to cybersecurity 
threats: Digitizing risk analysis and control on a collaborative 
platform, Instating and spreading a culture of learning and 
awareness of cybersecurity threats, Evangelizing our clients in a 
continuous improvement process that places the business at the 
heart of action plans

Example /
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Red Alert Labs

Type Expertise / competences
Organization Red Alert Labs
Country France
Type of customers /
Keywords cybersecurity services, consultancy, training, IoT security, 

certification
Short description We offer a broad range of services to improve the security of your 

connected products and solutions through Consultancy, 
Evaluation, Certification, Tools and Trainings.

Example /
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PARSEC

Type Product
Organization Scille
Country France
Type of customers /
Keywords open source, cloud, software, zero trust, cybersecurity, data 

security
Short description PARSEC is a "Zero Trust" software solution for secure document 

sharing, certified by the ANSSI, which guarantees the 
confidentiality, authenticity, traceability and integrity of sensitive 
and confidential data shared on the Public Cloud. The 
ergonomics is that of a virtual USB key synchronized between 
trusted users.

Example /
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Cyber Open Source Intelligence (Cyber OSINT)

Type Service
Organization Alpha Strike Labs GmbH
Country Germany
Type of customers /
Keywords /
Short description Alpha Strike Labs' decentralized search engine scans the entire 

Internet (2.8 billion routed IP addresses) for various specific 
network services, systems, or vulnerabilities. We identify your 
digital attack surface from the perspective of a real attacker. We 
detect your systems regardless of whether they are hosted by you 
or a third party such as a cloud provider. In addition, we can also 
audit your service providers as part of supply chain security.

Example /
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Arbit Data Diode/Arbit Trust Gateway

Type Product
Organization Arbit Cyber Defence Systems ApS
Country Denmark
Type of customers /
Keywords /
Short description The Arbit Data Diode 10GbE handles data import and the Arbit 

Trust Gateway handles release of data. In addition they can be 
combined to enable remote desktop between separated networks 
(Arbit Desktop Gateway) and enable users to acces  webservices 
on separated networks (Arbit Web Gateway).

Example /
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Eagle Shark CRA

Type Product
Organization Eagle Shark Cyber Defence
Country Denmark
Type of customers /
Keywords /
Short description A software based Cyber Risk Assessment tool, the purpose of the 

CRA tool is to asses a companies maturity towards random cyber 
attacks

Example /
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AI Link & Hive

Type Product
Organization Lorenz Technology
Country Denmark
Type of customers /
Keywords /
Short description AI Link: A platform-agnostic edge-computing unit that enables 

drones and robots with global connectivity, controls UGV/UAV, 
and streams data to a cloud platform.

Hive: A cloud platform that allows to plan autonomus drone and 
robot missions, and displays/stores data.

Example /
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DBI Advisory services

Type Expertise / competences
Organization The Danish Institute for Fire and Security Technology
Country Denmark
Type of customers /
Keywords /
Short description DBI offers advisory services within a wide range of security 

related areas. Our team consist of experts within risk 
management, public spaces protection, crisis management, 
preparedness planning and business continuity management.

Example /
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ZafePass

Type Product
Organization ZAFEHOUZE ApS
Country Denmark
Type of customers /
Keywords /
Short description ZafePass is something you haven't seen before. The Swiss-Army 

knife of Access to IT-resources, services, application aand/or 
data. Support all forms of cloud services and of course own data-
center. Its easy to implement, its highly scalable, flexible and agile 
- and it help you gain full control of your eIT-environment.

Example /
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Zybersafe TraficCloak

Type Product
Organization Zybersafe Aps
Country Denmark
Type of customers /
Keywords /
Short description Zybersafe would like to enter into partnerships and will offer  

protection of high capacity WAN links with layer 2 hardware 
based encryption. We will offer knowledge sharing, participation 
in proof-of-concept projects and technical workshops.

Example /
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Securyzr

Type Product
Organization Secure-IC
Country France
Type of customers /
Keywords electronics, cybersecurity, Key provisioning, Firmware Update, 

devices monitoring, platform, devices identity, IoT security
Short description Secure-IC provides patented Silicon-proven and cutting-edge 

protection technologies, SecuryzrTM integrated Secure Elements, 
SecuryzrTM integrated Security Services Platform (iSSP) that 
provides a complete end-to-end security solution to supply, 
deploy, and manage a fleet of devices from the cloud, and 
security evaluation platforms to reach compliance with the 
highest level of certification for different markets (such as 
automotive, AIoT, defence, payments & transactions, memory & 
storage, server & cloud).

Example /
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Expertyzr

Type Service
Organization Secure-IC
Country France
Type of customers /
Keywords training, evaluation, support, certification, security watch
Short description Expertyzr is Secure-IC’s expertise service, it constitutes of a 

number of services and trainings that could bring your business 
to the next level in terms of security

Example /
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Laboryzr

Type Product
Organization Secure-IC
Country France
Type of customers /
Keywords security analysis, detection, prevention, hardware, chips, software, 

side channel
Short description Full evaluation process, from pre-silicon to real device evaluation, 

and software verification thanks to a dedicated evaluation and 
security tool called LABORYZRTM.

Example /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

96 of 148



Set in Stone

Type Product
Organization Set in Stone
Country France
Type of customers /
Keywords secure mailboxes, cybersecurity, blockchain, data security, 

sovereignty, secure communications
Short description Set In Stone is THE safe registered letter of corporate mailboxes. 

Our traceability is ensured by Blockchain.
Set In Stone is intuitive, Made In Europe and serving your data 
sovereignty.

Example /
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Smart Global Governance

Type Product
Organization Smart Global Governance
Country France
Type of customers /
Keywords risk management, platform, software, cybersecurity, data security
Short description Your intuitive and modular integrated risk management platform

Foster teamwork
Orchestrate existing software and data
Easily leverage existing data and information
Progressively activate from 1 to 9 modules to meet your 
additional needs
Get a global view, in real time
Gain up to 30x more efficiency

Example /
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Wi-Us

Type Product
Organization Stimshop
Country France
Type of customers /
Keywords wireless, ultrasound technology, electronics, IoT, devices, 

communications
Short description Integrate wireless ultrasound Wi-Us technology in any electronic 

system or existing device with  it's SDK, libraries and MULTISONIC 
electronic card.

Example /
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Syscience workshops

Type Expertise / competences
Organization Syscience
Country France
Type of customers /
Keywords systems analysis, risk identification, minimization, Security as a 

Service, software security
Short description We developped a SaaS software and a methodology to identify 

risks associated to complex systems. Our methodology enables 
people to analyse systems with many complex components, 
identify associated risks and define the best architecture to 
minimise the risks.

Example /
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TEHTRIS XDR

Type Product
Organization TEHTRIS
Country France
Type of customers /
Keywords detection, response, cybersecurity, systems, software, 

surveilance, watch, counter, platform
Short description TEHTRIS offers the only European eXtended Detection and 

Response platform that automatically kills known and unknown 
cyber attacks, without human interaction. TEHTRIS XDR is 
efficient 24/7 to keep your systems and your business up and 
running.

Example /
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TrustHQ GRC

Type Product
Organization TrustHQ
Country France
Type of customers /
Keywords risk management, compliance, CISO, cybersecurity, platform
Short description TrustHQ is the single cybersecurity platform for CISOs. 

Trust Headquarters helps CISO manage : Cyber risks, Supply 
chain risk & compliance, Internal compliance to ISP and dozens 
of standards, Cybersecurity audits…
Helping CISOs save time on risk management and compliance.

Example /
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UniText

Type Expertise / competences
Organization UniText
Country France
Type of customers /
Keywords lean management, collective intelligence, cybersecurity, access 

rights, identity management, access management
Short description The UniText concept is cybersecured as its root database works 

in write only, and access rights are propagated and managed in a 
"village" community and neighborhood.

Example /
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Octopus VAR

Type Product
Organization Octopus Cybersecurity srl
Country Italy
Type of customers /
Keywords risk, management, IT, cybersecurity, configuration, validation, 

auditing, hardening, monitoring, baselines
Short description A dashboard for IT Risk Managers to verify configurations, detect 

changes and get instantly notified for security compliance and 
best practice violations.

Example Operational changes occur every day, but system admins with all 
their technical knowledge may lack the security mindset and 
identification the security risk behand each change. On the other 
hand, security analysts may not know the deep technical details 
of each IT system in the network resulting in missing some 
security settings while checking it. Octopus VAR provides security 
analysts with templates for each vendor, those templates can be 
used to check the security posture and hardening settings. At 
same time, Octopus VAR will analyze operational changes and 
verifies it against the security baselines set my security 
department.
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ORION 2

Type Product
Organization Elistair
Country France
Type of customers /
Keywords drone, UAV, unmanned, persistent flight, tethered drone, antenna, 

camera, surveillance, detection, first responders
Short description Powered and controlled through the tether, our tethered drone 

(ORION 2) can remain on station for 50 hours ensuring secure 
data transfer and protection against jamming and interference. 
Fly day-into-night missions using a dual EO/IR sensor removing 
the need to land and change payloads and use T-Planner software 
to identify the location of threats (up to 10km). Set up a 
temporary 100m mast to overcome connectivity issues over 
distance or uneven terrain. Adaptable to multiple types of radio, 
the Orion 2 provides mission flexibility.

Example Our tethered drone can be used on multiple usecases : 
- First responder drones tethered to a ground station can rapidly 
deliver an emergency communication relay or aerial video to 
rescue teams for hours of situational awareness or 
communication capability. On disaster recovery operations, a first 
responder drone can be deployed quickly as a temporary mast to 
safely coordinate teams on the ground. When equipped with a 
camera the tethered UAV gives instant knowledge of the 
environment to help first responders locate victims or dangers. Or 
if equipped with a wifi antenna, the public safety drone can create 
a temporary network to allow the emergency services to 
communicate with each other and with the outside world.
- During large gatherings, a tethered drone deployed for crowd 
monitoring can provide a permanent aerial view of the area and 
give security and police drone teams better control of events and 
increased reactivity.
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JAGUARDS

Type Product
Organization JAGUARDS
Country France
Type of customers /
Keywords security, events, smart cities, industry
Short description Jaguards is a Safety Hypervisor providing an Electronic LogBook, 

Reporting System, Incident and Crisis Management, Security 
Events Traceability for private and public Command Information 
Center, Firemen, Hospitals, Smart City, and Industrial 
Maintenance.
A complete crisis management solution : Jaguards is a 
collaborative platform to manage and share information in real 
time. The electronic Logbook & Reporting System is essential to 
insure and improve the resilience of organizations.

Example Crisis Management, Security Events Traceability for private and 
public Command Information Center, Firemen, Hospitals, Smart 
City, and Industrial Maintenance
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GDPR management

Type Service
Organization co-dex.eu bvba
Country Belgium
Type of customers /
Keywords dataprotection
Short description Digital register of data processing activities, Privacy and cookie 

policy
generator, Online data processor agreements inventory, Incident
management process, Inventory of IT assets (handling personal 
data
storage), low-code & no- code development platform - cloud 
based

Example /
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IoTVAS SaaS

Type Product
Organization Firmalyzer
Country Belgium
Type of customers /
Keywords iot security
Short description Device Discovery: Firmalyzer probe is a virtual appliance that 

discovers your connected device assets in the local network or on 
the internet without network traffic capturing or requiring access 
to device credentials. It does so by using standard discovery 
protocols and safely probing network services on devices.

Device inventory retrival: IoTVAS integrates with your existing IT 
asset discovery or vulnerability management solution to 
automatically pull the following information for every discovered 
device:

Manufacturer name
Model name
Firmware version (optional)

IoTVAS can be integrated with any asset discovery solution that 
can discover and expose the above asset information. This 
includes leading solutions such as Lansweeper and Greenbone 
Networks.
Vulnerability identification: IoTVAS vulnerability detection engine 
is specifically built for enterprise IoT/connected device security 
and is based on our global-scale proprietary firmware vulnerability 
knowledgebase that is constantly

Example AloxyIoT, Rombit
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Security Architecture

Type Expertise / competences
Organization Toreon
Country Belgium
Type of customers /
Keywords CyberSecurity
Short description Audit, planning and advisory services, > System integration and 

implementation
services, > Management and operations services, > Security 
training services
Security architecture allows you to integrate your security policy 
into day-to-day operations and projects. It helps to solidify your 
security policies.

Security Architecture is product agnostic and embeds security 
thinking throughout the processes and technology. As a result, 
your technology choices systematically comply with your 
organization’s cybersecurity risk management.

Example Automotive, Retail, Finance, ...
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IT Asset Inventory

Type Product
Organization Lansweeper
Country Belgium
Type of customers /
Keywords CyberSecurity
Short description All your Hardware, Software, and Users, all in one place. 

Lansweeper consolidates all asset details in a centralized web-
based, System of Record. It offers corporations complete visibility 
into their distributed IT environments, informing them which 
assets they own, where they are located, who is using them, and 
much more. Clicking on an individual asset record lets you see all 
the granular information Lansweeper has collected.

Example NASA, Cambridge University, Red Bull, ...
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AXS Guard Hardware Appliance

Type Product
Organization AXSGuard - ABLE bv
Country Belgium
Type of customers /
Keywords CyberSecurity
Short description In a world of ultra-fast technological developments, extensive 

automation, IoT and M2M communications, the Internet offers 
incredible opportunities to develop and connect your 
organization. Unfortunately, if you conduct business online, 
communicate via e-mail, or have devices connected to the 
Internet, you unwillingly expose yourself to potential cybersecurity 
threats. With AXS Guard, an all-in-one and scalable cybersecurity 
platform, your network, data and applications remain protected 
against these threats.

Example CONNECTIVITY
AXS Guard is your gateway to the Internet. Being permanently, 
reliably and securely connected to the Internet through one or 
more Internet Service Providers is crucial for any organization. In 
an increasingly connected world bandwidth management plays 
an essential role, as it ensures that voice, data and other essential 
services (VPN) are always available upon request.

 Whether you are looking for a solution to interconnect remote 
sites, secure your applications in the cloud or simply want to 
provide an easy and secure telecommuting solution (Remote 
Workspace) for your employees, AXS Guard has it all. Thanks to 
its advanced network management possibilities, you will have all 
the tools at your disposal to integrate AXS Guard security into any 
network environment.

ACCESS PROTECTION
With AXS Guard, you always know who does what and when on 
your network and you are in full control. Different security policies 
can be enforced for direct network access and remote 
connections
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Bug Bounty Platform

Type Service
Organization Intigriti bv
Country Belgium
Type of customers /
Keywords CyberSecurity
Short description Intigriti's hybrid pentesting solution brings an entirely new 

approach to bug bounty and security testing. Supersede 
traditional penetration testing, secure your assets, and be ready 
to counter modern-day threats by harnessing the power of the 
crowd.

Example Lansweeper, Port of Antwerp,
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Attack Surface Monitoring

Type Service
Organization Ceeyu bv
Country Belgium
Type of customers /
Keywords CyberSecurity
Short description Uncover your external attack surface and proactively detect and 

manage cyber security risks
A growing number of security incidents start from digital assets 
of your company - traditional network devices and servers, but 
also cloud services or organisational intelligence - that can be 
found on the Internet. Hackers make use of these elements in 
your digital footprint to penetrate your company’s network making 
firewalls and anti-virus systems less effective. 

With rise of digital supply chains, interdependencies, and 
globalization,  your digital ecosystem expands, your attack 
surface grows along with it, making it increasingly difficult to 
manage your security posture.

Example CASA, Watergroep, ...

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

113 of 148



Simulated phishing campaigns

Type Service
Organization Outkept bv
Country Belgium
Type of customers /
Keywords CyberSecurity
Short description Our continuous phishing simulations will bring you transparency 

on the real risk, and continuously train people to recognize 
threats.

Simulate real phishing attacks on your organisation
Ethical phishers attempt to phish members of your organisation 
and are rewarded by our bounty system
Campaigns are unique and tailored to your organisation
Continuous training and transparency on phishing vulnerability
Guaranteed safety and privacy protection

Example Ubora, Clipeum, Olinko
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Cyberwolf

Type Service
Organization Cyberwolf bv
Country Belgium
Type of customers /
Keywords CyberSecurity
Short description Cyberwolf focuses on securing devices of individual directors and 

supervisors. Your phone contains confidential documents from 
various companies and your password could be retrieved from a 
webshop. The biggest risks lie at the boundary between private 
and business spheres. Cybercrime is booming business. 
Companies are exposed to a new, popular attack strategy that 
exploits the private digital vulnerabilities of its leadership, a 
significant blind spot, with severe consequences. Cyberwolf takes 
us on a trip through the minds of hackers and the dark corners of 
the web as an expert in the private digital protection of VIPs & top 
managers

Example Accenture,
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VPSCAN

Type Product
Organization MION Technologies
Country Spain
Type of customers /
Keywords cargo, drugs, explosives, containers, air cargo
Short description VPSCAN is a vapor screener for large cargo which allows the 

detection of explosives, drugs, and other illicit substances in 
times of minutes without the need to open the container or 
unload the cargo from the pallets.
VPSCAN False Alarm Rate is lower than 1% with Detection Rates 
higher than 90% for most of the current threats.

Example Maritime container screening
Air Cargo Screening
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MIONER

Type Product
Organization MION Technologies
Country Spain
Type of customers /
Keywords screening, cargo, people, parcel, vapor detection, EVD
Short description MIONER is a new concept of multidetector DMA for vapor 

detection. The multidetector DMA allows the identification of 
threats in many scenarios based on the intelligent analysis of the 
complete vapor fingerprint of the sample without the need for 
additional instruments which is a clear advantage since MIONER 
is a portable and affordable solution with a clear advantage over 
the traditional techniques.

Example Cargo screening
Container screening
People screening
Luggage screening
Parcel screening
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TRAAK

Type Expertise / competences
Organization TRAAK
Country France
Type of customers /
Keywords GNSS, GPS, Positionning, Geolocation, Tracking, Communication, 

biometrics, localisation, tagging
Short description Tailor made Hardware, firmware, software development of 

geolocation and biometric trackers. All solutions are made in 
house and in France and can be built to any norms or constraint 
requirements.
As we develop all our solutions entirely internally, the solutions 
made by TRAAK can inter-operate to any visualisation or 
hypervisor systems and can send data through its won or 3rd 
party communication solutions.

Example Usecase 1 : 
A Sensitive infrastructure is looking for a solution to allow 
tracking of operators and security personnel on the entire site. 
The system must allow smooth transition indoor/outdoor and 
send securely data to an existing server and hypervisor system. 
Communication of data must be secured and used validated 
communication system. 

Usecase 2: Following a natural disaster in a remote region, 
emergency services would like to track security personnel in a 
large region where cellular coverage is mostly non existing. Some 
of the personnel can operate underground. Positioning and 
biometrics data should be collected in real time. Data must be 
sent to an existing command & control system.

Usecase 3 : For a major event, security personnel should be 
tracked outdoor/indoor and underground in a large area in real 
time. Additional special tactics units could have to intervene and 
must be able to be located and identify friendlies without special 
training or changes to the system.
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DeepCom

Type Product
Organization TRAAK
Country France
Type of customers /
Keywords Indoor communication, communication, underground 

communication, resilient communication, data transmission, 
emergency communication

Short description DeepCom is a underground and deepindoor communication 
system that allows to send messages without relay infrastructure 
from deep indoor positions to the surface where most 
communication systems do not work.
Developed in partnership with the Brigade des Sapeurs Pompiers 
de Paris (BSPP), the system has shown unmatched performance 
in numerous situations :
Data transmission without relay :
- from 8 underground carparks levels to surface
- 2.5+km in railway and road tunnels
- 150+m in sewers and technical tunnels 
- 40+ stories in elevator shafts and staircase

DeepCom uses a proprietary Radio protocol that allows to 
communicate pre-recorded messages, position and biometrics 
data.

Example Usecase 1 :First responders are answering an underground 
carpark fire at level -6. Standard communication do not work and 
without deepcom the advanced teams are cut off from the rest of 
the team and command. With Deepcom, Command receives and 
can send in real time information to ensure the safety of the 
teams

UseCase 2 : Underground security sensors can send relevant 
information back to the surface when usual IOT communication 
are not functional without having to set up expensive wired 
systems or multiple relays.

USecase 3 : Security personnel or operators operating in deep 
indoor or underground structure can use DeepCom as an 
emergency lifeline to report any emergency or send an alert when 
cellular or radio communication does not operate.
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TRAAK-R & TRAAK-S

Type Product
Organization TRAAK
Country France
Type of customers /
Keywords blueforce tracking, tracking, geolocation, positioning, tagging, non 

cooperative
Short description Latest generation blueforce tracking and redforce tagging 

trackers to operate in all environments including indoor, 
underground and GNSS denied.

Trackers are fully customizable and have numerous options 
including capability for indoor geolocation that can be combined 
with satellite, cellular, RF communication systems.

DUE TO CONFIDENTIALITY - MORE INFORMATION UPON 
REQUEST ONLY

Example A team would like to track its operators in a real time with a 
metric precision in a complex outdoor/indoor environment where 
cellular communication is not guaranteed (stadium for example). 
Using TRAAK-R, Command can track in all area of the stadium 
including indoor and underground areas the evolution of each 
member of the team.  Based on the requirement of the mission, 
the frequency of GNSS geolocation data sampling and data 
communication can be changed.

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

120 of 148



NEXIS4-aaS

Type Product
Organization Sonic Bee B.V.
Country Netherlands
Type of customers /
Keywords IAM, IGA, Analytics, CyberSecurity, Authorizations, Roles
Short description IGA analytics and control in the best way:

NEXIS4-aaS is the exclusive solution that is ideally suited to 
unravel and optimize complex IGA environments. It provides 
access privilege scans, risk analysis and visual (re-)modeling of 
entitlement structures. The platform simplifies entitlements and 
role maintenance and supports adherence to existing compliance 
requirements. Where traditionally mapping authorisation 
structures sometimes takes years, SonicBee does it within 3 
months during the Authorisation analytics project using NEXIS4-
aaS. 

SonicBee is exclusive partner in the Benelux, greater Rühr area 
and surroundings and the only organization that can provide this 
as a cloud service. All IAM SonicBee’s business experts are 
NEXIS 4 certified and have experience in unraveling, structuring 
and improving complex Role Based Access Control (RBAC) in a 
very efficient and analytical way. We see NEXIS4-aaS as an 
indispensable tool for any organization that wants to tackle IGA 
professionally.

Example /
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SynerBee

Type Product
Organization Sonic Bee B.V.
Country Netherlands
Type of customers /
Keywords IAM, SAAS, Cloud, Innovation, SME, Access management
Short description SynerBee is the first full range 'Identity & Access 

management' (IAM) cloud solution for SME, Large Enterprise and 
small corporate organizations. Innovative, scalable, easy.  
SynerBee is the central point to organize everything around users 
and their access to applications in a very user-friendly way.

SynerBee for employees offers a solution to the problem of giving 
and withdrawing access for employees of the own organization. 
With SynerBee for employees, you make sure that a new 
employee registered in the HR system has immediate access to 
the right applications on their first day. The new employee and 
relevant departments are proactively informed. Upon leaving 
employment or in case of emergencies, access is immediately 
revoked. 

The benefits for you:
- Safe and user-friendly
- Automatic and effective
- Minimal investment

Example /
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IAM Vision, Strategy and Roadmap

Type Service
Organization Sonic Bee B.V.
Country Netherlands
Type of customers /
Keywords IAM, Strategy, Roadmap, Architecture, Business consultancy, IGA
Short description Having a good IAM vision and strategy that ties in with a 

company-wide mission, vision and strategy contributes to the 
organizations continuity.

During the 'IAM Vision, Strategy and Roadmap' project, the 
SonicBee team first maps out the current situation with the 
business. And tests it against the market and architecture. The 
IAM vision and roadmap are then drawn up. So-called quick wins 
also emerge. At the end of the (4 months) project there is a vision 
and a plan, that is supported company-wide, ensures that access 
is properly arranged and contributes to the digital collaboration of 
users.

SonicBee helps you to draw up an IAM vision to exclude (future) 
risks, prevent technical debt and respond to (future) 
opportunities. With this, you benefit from: Financial benefits, 
Image opportunities, Accelerate business continuity. In summary, 
a good foundation on IAM contributes to your successful 
business.

Example /
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Authorization Analytics

Type Service
Organization Sonic Bee B.V.
Country Netherlands
Type of customers /
Keywords IAM, IGA, Authorizations, Business consultancy, Analytics, Data
Short description Recent developments mean that role structures have become 

increasingly complex. The overview of  who has access to what is 
partly lost. And does this ‘structure’ still match the current needs 
and ambitions of the organization? 

During the Autorization Analytics project, the SonicBee team is 
rapidly mapping out this situation. As an exclusive partner in the 
Benelux and greater Rühr area, SonicBee uses the NEXIS4 
analysis software. The output is then analyzed by our experts. At 
the end of the project you will receive a comprehensive advisory 
report on the findings, risks and areas for improvement. This way 
you are ready to take the next step towards an optimized IAM 
environment.

Where traditionally mapping complex authorization structures 
usually takes years, you will receive reccomendations after 3 
months. This is based on a thorough (data) analysis and 
intepretation of your business context. The benefits at a glance:
- Quick and effect
- Deligent
- Auditproof
- Cost efficient

Example /
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IGA Optimization

Type Service
Organization Sonic Bee B.V.
Country Netherlands
Type of customers /
Keywords IGA, Authorizations, IAM, Governance, Data, Analytics, Business 

Consultancy
Short description Unravel a wildly grown environment, redefine structure and regain 

control with IGA Optimization.

Organizations evolve. There is more digital collaboration with 
chain partners, and the digital possibilities innovate too. 
Autorization structures are increasingly complex. SonicBee 
carries out an IGA Optimization so that cluttered and complex 
grown environments are cleaned up and improved.

During the IGA Optimization project, the SonicBee team uses 
NEXIS4 analysis software to unravel the existing situation. 
Through discussions between the SonicBee experts and various 
process owners from the business, an inventory is made of the 
ideal situation that specifically matches your environment. 
Various stakeholders are trained. So that the optimized situation 
lands successfully within the organization. The optimized 
structure is tested and set up. At the end, you have an optimized 
situation, supported by the business. You are back in control and 
remain so thanks to the dynamic IGA environment.

Example /
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Emergency Calls AI pre-diagnostics

Type Product
Organization HighWind Emergency Calls
Country France
Type of customers /
Keywords Emergency Calls, Artificial Intelligence, Triage, Pre diagnostics, 

Natural Disasters, Firefighters, 112, 911, Crisis management, 
Emergency

Short description Emergency call solution allowing the population to send pictures, 
GPS position and medical data to the Emergency Services while 
triggering a simultaneous emergency call. The pictures are 
automatically analyzed by Computer Vision and a patented AI 
module in order to pre-diagnosed the nature and severity of each 
emergency call and prioritize patients, based on the analysis of : 
1. Trauma ; 2. Contexte and 3. Emotions. Emergency Call Centers 
receive an enhanced visual in parallel of the call, displaying the 
location, pictures and AI pre-diagnostics of each person, to 
prioritize patients most at risks. 
The solution is dedicated to major crisis where the number of 
emergency calls increase exponentially and emergency services 
cannot perform triage anymore due to the overwhelming mass of 
information.

Example - A major crisis occur (wild fire, natural disaster, terrorist attack, 
industrial accident) and the number of simultaneous emergency 
calls increase from 1 per minute to 100 per minute, overwhelming 
the 112 Emergency Call Center
- Through HighWind solution, every caller receives a text message 
with a link, allowing to communicate GPS position and pictures of 
the situation with a single click
- HighWind's AI analyses all the pictures and positions, pre-
diagnose which emergency calls are the most critical  and display 
to the emergency call center an interactive map highlighting the 
most critical cases and the evolution of the epicenter of the crise.
- Emergency Dispatchers can focus on the emergency calls from 
patients most at risks, send first responders to the persons most 
at risks and maximize their chances of survival.
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IT-Security Consulting

Type Expertise / competences
Organization Defora Networks GmbH
Country Germany
Type of customers /
Keywords penetration tests, red teaming, reverse engineering, incident 

response, source code audits, security trainings
Short description Computer Security Incident Response

Individual Software Solutions, Research & Development
Network Monitoring & Analysis
Penetration Testing
Reverse Engineering, Forensics & Malware Analysis
Risk Assessment & Threat-Modeling
Source Code Audits
Security Trainings

Example /
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Helia

Type Product
Organization AzurIA
Country France
Type of customers /
Keywords Software, hardware, AI technology, Artificial neural networks, 

Security, Realtime, Gdpr, Ethic, Sustainability, Smart camera
Short description "smart" tethered aerostat (received funding from 

SecuIT),customizable to many use cases, easily transportable, 
deployable anywhere even on boat, high wind stability, 360° sight 
view, fully autonomous and 24/7 alert

Example /
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Full Stack Security Research

Type Expertise / competences
Organization Sceptive LTD
Country Turkey
Type of customers /
Keywords Full Stack Security Research
Short description /
Example /
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Malware Analysis

Type Service
Organization Sceptive LTD
Country Turkey
Type of customers /
Keywords /
Short description /
Example /
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Advanced Forensics

Type Service
Organization Sceptive LTD
Country Turkey
Type of customers /
Keywords advanced Forensics
Short description Add Power To Your Business With Superior Protection Analysis:

Early detection and quick examination to battle off attackers and 
reacting to threats is the key success to security defense. Be that 
as it may, a staggering number of cautions, insufficient data, and 
absence of perceivability can keep you from achieving these 
critical assignments.
Our Advanced Forensics services will give you foundation-wise 
perceivability, systematized ability, rich knowledge, and bits of 
knowledge picked up from bleeding edge encounter reacting to 
the world’s most impactful threats. In this way, you’ll have all that 
you have to quickly recognize, triage, examine, and limit the effect 
of assaults.

Example /
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NEXIS4-aaS

Type Product
Organization Sonic Bee GmbH
Country Germany
Type of customers /
Keywords IAM, IGA, Analytics, CyberSecurity, Authorizations, Roles
Short description IGA analytics and control in the best way: NEXIS4-aaS is the 

exclusive solution that is ideally suited to unravel and optimize 
complex IGA environments. It provides access privilege scans, 
risk analysis and visual (re-)modeling of entitlement structures. 
The platform simplifies entitlements and role maintenance and 
supports adherence to existing compliance reguirements. Where 
traditionally mapping authorisation structures sometimes takes 
years. SonicBee does it within 3 months duringthe Authorisation 
analytics project using NEXISA-aaS. SonicBee is exclusive partner 
in the Benelux, greater Ruhr area and surroundings and the only 
organization that can provide this as a cloud service. All IAM 
SonicBee's business experts are NEXIS 4 certified and have 
experience in unraveling, structuring and improving complex Role 
Based Access Control (RBAC) in a very efficiënt and analytical 
way. We see NEXIS4-aaS as an indispensable tool for any 
organization that wants to tackle IGA professionally.

Example /
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SynerBee

Type Product
Organization Sonic Bee GmbH
Country Germany
Type of customers /
Keywords IAM, SAAS, Cloud, Innovation, SME, Access management
Short description SynerBee is the first full range 'Identity & Access 

management' (IAM) cloud solution for SME, Large Enterprise and 
small corporate organizations. Innovative, scalable, easy. 
SynerBee is the central point to organize everything around users 
and their access to applications in a very user-friendly way. 
SynerBee for employees offers a solution to the problem of giving 
and withdrawing access for employees of the own organization. 
With SynerBee for employees, you make sure that a new 
employee registered in the HR system has immediate access to 
the right applications on their first day. The new employee and 
relevant departments are proactively informed. Upon leaving 
employment or in case of emergencies, access is immediately 
revoked. 
The benefits for you: - Safeand user-friendly - Automatic and 
effective - Minimal investment

Example /
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IAM Vision, Strategy and Roadmap

Type Service
Organization Sonic Bee GmbH
Country Germany
Type of customers /
Keywords IAM, Strategy, Roadmap, Architecture, Business Consultancy, IGA
Short description Having a good I AM vision and strategy that ties in with a 

company-wide mission, vision and strategy contributes to the 
organizations continuity. During the 'IAM Vision, Strategy and 
Roadmap' project, the SonicBee team first maps out the current 
situation with the business. And tests it against the market and 
architecture. The 1AM vision and roadmap are then drawn up. So-
called quick wins also emerge. At the end of the (4 months) 
project there is a vision and a plan, that is supported company- 
wide ensures that access is properly arranged and contributes to 
the digital collaboration of users. SonicBee helps you t draw up 
an 1AM vision to exclude (future) risks, prevent technical debt 
and respond to (future) opportunities. With this, you benefit from: 
Financial benefits, Image opportunities, Accelerate business 
continuity. In summary, a good foundation on IAM contributes to 
your successful business.

Example /
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Berechtigungsanalyse / Authorization Analytics

Type Service
Organization Sonic Bee GmbH
Country Germany
Type of customers /
Keywords IAM, IGA, Authorizations, Business Consultancy, Analytics, Data
Short description Recent developments mean that role structures have become 

increasingly complex. The overview of who has access to what is 
partly lost. And does this 'structure' still match the current needs 
and ambitions of the organization? During the Autorization 
Analytics project, the SonicBee team is rapidly mapping out this 
situation. As an exclusive partner in the Benelux and greater Ruhr 
area, SonicBee uses the NEXIS4 analysis software. The output is 
then analyzed by our experts. At the end of the project you will 
receive a comprehensive advisory report on the findings, risks 
and areas for improvement. This way you are ready to take the 
next step towards an optimized IAM environment. Where 
traditionally mapping complex authorization structures usually 
takes years, you will receive reccomendations after 3 months. 
This is based on a thorough (data) analysis and intepretation of 
your business context. The benefits at a glance: - Quick and effect 
- Deligent - Auditproof - Cost efficient

Example /
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IGA-Optimierung / IGA Optimization

Type Service
Organization Sonic Bee GmbH
Country Germany
Type of customers /
Keywords IGA, Authorizations, IAM, Governance, Data, Analytics, Business 

Consultancy
Short description Unravel a wildly grown environment, redefine structure and regain 

control with IGA Optimization. Organizations evolve. There is 
more digital collaboration with chain partners, and the digital 
possibilities innovate too. Autorization structures are increasingly 
complex. SonicBee carries out an IGA Optimization so that 
cluttered and complex grown environments are cleaned up and 
improved. During the IGA Optimization project, the SonicBee team 
uses NEXIS4 analysis software to unravel the existing situation. 
Through discussions between the SonicBee experts and various 
process owners from the business, an inventory is made of the 
ideal situation that specifically matches your environment. 
Various stakeholders are trained. So that the optimized situation 
lands successfully within the organization. The optimized 
structure is tested and set up. At the end, you have an optimized 
situation, supported by the business. You are back in control and 
remain so thanks to the dynamic IGA environment.

Example /
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Identity & Access Management

Type Product
Organization Quasr
Country Belgium
Type of customers /
Keywords CyberSecurity, IAM, authentication
Short description OTP - authentication.  Log in using a One-Time Password, 

delivered via any trusted channel such as email or SMS, which are 
only valid for a short time. Alternatively, you can use a One-Time 
Password generated by an app such as Google Authenticator, 
Authy, etc.
Using One-Time Passwords solves the challenge of remembering 
your passwords or using password managers.

User Centric Privacy. Our platform requires no personal data and 
wherever it touches personal data it's securely hashed. It's a key 
design decision to build an authentication platfrom free from 
personal data as we strongly believe that personal data should be 
separated.
Having no personal data in your authentication platform will help 
you with privacy compliance, additionally by not requiring it, you 
can design a privacy-friendly login experience your users will 
appreciate.

Example Customer Identity & Access Management (CIAM) is a "must have" 
for any customer-focused business. It sets the foundation for an 
organization to deliver great customer experiences while creating 
the ideal balance between convenience and security.
Besides this business driver, there are also regulations like GDPR, 
CCPA that any customer authentication service has to provision 
to protect your customer data.
All these positive evolutions of customer authentication make the 
reality of building just a login box to be a nightmare for current 
developers and their business partners.
Year-over-year results indicate a fast start to data breaches in 
2022 after a record-setting 2021, as more than 90% of data 
breaches are cyberattack-related, the Identity Theft Resource 
Center found. Because of the increased number of cyberattacks, 
there is a lot more to think of when you're dealing with online 
authentication.
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Cyber Threat Intelligence Solution

Type Product
Organization SAMA PARTNERS Business Solutions GmbH
Country Germany
Type of customers /
Keywords Cyber Threat Intelligence (CTI), Vulnerability, Malware, Incidents, 

Identification, Correlation, Enrichment, setup correct defence 
strategies, Events, Proactive

Short description Our cyber threat intelligence approach serves as a stepping stone 
for relating attackers and their methods to the customer IT 
landscape. 
It is based on the collection, evaluation, and response to data 
generated on an organization’s network undergoing potential 
security threats in real time.
Our Security Intelligence aims to add value to every security 
function and to several other teams in the organization.
It promises to provide refined information which helps to detect 
looming threats and alleviate the exposure of the organization to 
these threats.

Example Combination of the integrated specific case and actual CTI 
Information together with a dedicated Security Operation Center 
(SOCurity®) to increase the detection rate of targeted attacks.
Our Cyber Threat Intelligence methodology correlates all events 
with industry-leading threat intelligence from commercial and 
open sources.
SAMA PARTNERS CTI solution collects and analyses myriad 
events per day and enriches them with threat intelligence and risk 
context to drive faster threat detection, simplify incident response 
and eliminate alert fatigue.
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SOC as a Service

Type Service
Organization SAMA PARTNERS Business Solutions GmbH
Country Germany
Type of customers /
Keywords Managed services, 24x7x365, Monitoring, Detection, Blue Teams, 

IT infrastructure, Preventive, Denfence, availability, Cyber Threats
Short description Managed services offer all business users prospects for the 

targeted further development of their IT.
SAMA PARTNERS established and operates a Security Operations 
Centre (SOCurity) to provide its customers with managed cyber 
security services 24x7x365. The SOC uses constant monitoring 
of the IT infrastructure and preventive measures against cyber 
threats to guarantee the availability and security of your 
company's IT assets, including business-critical applications.
SOCurity offers a variety of security operations services. Our 
managed security services comprise several modules that can be 
individually combined according to your ideas and needs. This 
allows SAMA PARTNERS to respond flexibly to your requirements 
and provide you with the level of security you want.

Example In our SOC as a Service, our security experts and intelligent tools 
and processes will constitute your additional line of defence to 
achieve cyber resilience, around the clock, seven days a week.
SOCurity makes investments controllable and guarantees our 
partners the maximum return on Investment.
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Cyber Intelligence Led Pentesting for a Proactive Security 
Posture

Type Service
Organization SAMA PARTNERS Business Solutions GmbH
Country Germany
Type of customers /
Keywords penetration testing, Cyber Threat Intelligence, Threat Actors, 

Tactics, Techniques, Procedures
Short description Besides the classical penetration testing, SAMA PARTNERS 

established a cyber threat intelligence-led penetration testing 
approach. Traditional penetration testing may lack real-world 
context and can be less applicable to combating actual threat 
actors.
The CILP approach significantly improves the value of penetration 
testing by utilising the latest threat intelligence and ensuring that 
it is tied to the business context of a customer. It helps the 
penetration testers to get an “attacker’s perspective” about your 
organization’s infrastructure: what they see, how to get in, and the 
critical targets.
SAMA PARTNERS testing team uses cyber threat intelligence to 
emulate the tactics, techniques, and procedures (TTPs) of an 
adversary against target systems in real time.
SAMA PARTNER's cyber threat intelligence service provides 
penetration testers with the most accurate and actionable threat 
intelligence information.

Example SAMA PARTNER's intelligence-led red team testing involves the 
use of a variety of techniques to simulate an attack. It follows a 
rigorous procedure: Reconnaissance, Information Analysis, 
Execution, Exploitation, Control & Movement, and Actions on 
Target. Vulnerability Assessment, Pentesting, and Red Teaming 
are commonly used by SAMA PARTNERS interchangeably and 
according to our client's needs.
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C-SHIELD

Type Product
Organization ITTI Sp. z o.o.
Country Poland
Type of customers /
Keywords CBRN protection, CBRN, detection, identification, data fusion
Short description C-SHIELD project offers an innovative system for chemical threat 

point detection and identification. It uses two commercially 
available chemical detection instruments - ion mobility 
spectroscopy (IMS) and flame photometric detection (FPD) and 
combines them into a heterogenous sensor node. Overall, the 
system contributes to increased situational awareness and a 
limited false alarm ratio.
The sensor node is a microcomputer-based device. It is equipped 
with point detector sensors which can be easily carried by one 
person and operated on the move. The sensor node uses a data 
fusion algorithm providing a class of the substance, ID with a 
probability score and concentration estimation.
The solution constitutes a high-value asset for first responders 
securing public spaces against CBRN threats and it is especially 
valuable when a mesh network of sensor nodes is deployed in the 
area of interest. As a result, a complex situational view from the 
entire area is provided to the end user.

Example - protection against chemical airborne hazards 
- securing mass public events against chemical hazards 
- detection and identification of chemical hazardous substances 
(CWAs and TICs) during first response actions 
- detection, identification and monitoring of chemical compounds 
(CWAs and TICs) in critical infrastructure
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FusionSec

Type Product
Organization UAB Iterato
Country Lithuania
Type of customers /
Keywords public safety, security, police, collaboration, incidents, iot, 

multistakholder environment, map, streaming, video
Short description FusionSec is a game changer in the planning and coordinating 

public events where often we need the cooperation of different 
security forces like police, private security guards, firefighters, 
volunteers, and even the citizens. Today, each public safety force 
has its own application,
communicates through audio (radio), can only see static images 
in their control rooms, and are not much aware of other security 
stakeholders. FusionSec provides a framework for planning the 
event on the map: drawing event zones, creating users, 
distributing them into groups, assigning different roles, tasks, and 
much more. On the day of the event, we provide real-time user 
tracking and visualization on the map. Moreover, setting up virtual 
rooms gives a possibility to monitor all relevant to the event 
streams like video from drones, CCTV cameras, bodyworn 
cameras, smartphone cameras, and so on.
FusionSec is powered by the collaboration of Nuuk Technologies 
and Iterato with the support of SecurIT.

Example Public event planning and management;
Planning and tracking a search for a missing person;
Emergency event handling (e.g. wildfire).
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FusionSec

Type Product
Organization Nuuk Technologies Sl.
Country Spain
Type of customers /
Keywords multimedia, streaming, GPS tracking, planning & coordinaton, 

events, real time
Short description FusionSec is a game changer in the planning and coordinating 

public events where often we need the cooperation of different 
security forces like police, private security guards, firefighters, 
volunteers, and even the citizens. Today, each public safety force 
has its own application,
communicates through audio (radio), can only see static images 
in their control rooms, and are not much aware of other security 
stakeholders. FusionSec provides a framework for planning the 
event on the map: drawing event zones, creating users, 
distributing them into groups, assigning different roles, tasks, and 
much more. On the day of the event, we provide real-time user 
tracking and visualization on the map. Moreover, setting up virtual 
rooms gives a possibility to monitor all relevant to the event 
streams like video from drones, CCTV cameras, bodyworn 
cameras, smartphone cameras, and so on.
FusionSec is powered by the collaboration of Nuuk Technologies 
and Iterato with the support of SecurIT.

Example Public event planning and management;
Planning and tracking a search for a missing person
Command post and crisis room communications
Emergency event handling (e.g. wildfire)
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Securing telecom infrastructures

Type Service
Organization OPTIMIZ NETWORK
Country France
Type of customers /
Keywords IoT
Short description Dans le cadre d'un projet en collaboration avec le Syndicat des 

Energies de la Loire, Nous avons déployé des capteurs connectés 
sur 20 sites du département de la Loire 
(shelters,armoires,poteaux). Ces capteurs permettent détecter 
une ouverture de porte, une fuite d'eau ainsi que la verticalité et 
l'inclinaison du poteau pour anticiper une éventuelle chute. 
L'objectif étant de superviser et sécuriser l'infrastructure télécom 
déployée en l'occurrence le très haut débit.

Example - Détection de l'ouverture d'une porte d'armoire électrique
- Détecter une fuite d'eau ou un taux d'humidité anormal au sein 
d'un shelter
- Analyser la position et la verticalité d'un poteau électrique
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Parad

Type Product
Organization Daspren
Country France
Type of customers /
Keywords Cybersecurity, AI, Ransomware, zero day, data protection
Short description Parad defends data against zero-day ransomware, undetectable 

by existing protections. Our approach integrates artificial 
intelligence to detect malicious access to data, independently of 
the known ransomware bases. Our innovation, originating from 
Inria, is patented.

Example /
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BioVox: Voice Biometrics (Speaker Verification & Identification)

Type Product
Organization DTec Biometrics
Country Spain
Type of customers /
Keywords voice, speech, biometrics, authentication
Short description BioVox is advanced speaker verification technology completely 

developed by DTec. Thanks to our text independent voice 
biometrics engine, you can enrol users from unrestricted speech 
like a phone conversation or online videos. Once the voiceprint is 
created, a speaker can then be identified from just 3 seconds of 
free speech, even in a different language!

Two recognition modes are supported: speaker verification (1:1 
matching) for authentication applications and speaker 
identification (1:N matching) when you need to compare an 
unknown voice with all the voiceprints available in the system, like 
in forensic applications.

Example - Speaker authentication: telephone calls, web or app based.
- Physical access control: touch-less, hygienic, resistant, user 
friendly.
- Audio forensics: live detection of suspects in phone calls.
- Authenticated communications: continuous identity verification 
on the background.
- Remote presence control: GPS geolocation + speaker 
verification.
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TruePersona: Real time Voice Cloning detection

Type Product
Organization DTec Biometrics
Country Spain
Type of customers /
Keywords voice cloning, impersonation
Short description Bank heists and phishing attacks through voice impersonation 

are on the rise due to recent advances in sophisticated AI voice 
cloning technology. Modern state of the art machine learning 
makes artificial voices virtually indistinguishable from the original 
live voice of the impersonated person.

Thanks to TruePersona now you can detect in real time synthetic 
voices used by cybercriminals and thus prevent frauds. Tenths of 
different technologies of voice synthesis are modelled and 
detected. Effective even against advanced vocoders.

Can also work together with BioVox as state of the art anti-
spoofing technology in voice biometrics authentication 
applications.

Example - Real time monitoring tool for voice impersonation attacks in 
phone communications: banking, C&C, scams to final users.
- Anti-spoofing support tool for authentication applications based 
on voice biometrics.
- Detection of fake news in media impersonating VIP's voices.
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AudioWatermark: insert inaudible information into an audio 
signal

Type Product
Organization DTec Biometrics
Country Spain
Type of customers /
Keywords steganography, watermark, audio, copyright
Short description AudioWatermark is state of the art steganography technology 

that allows hiding information into audio signals (live streams or 
recordings) and recover it later after transmission.

The information is inaudible, can't be extracted by unauthorized 
listeners and is robust to the most usual channel distortions and 
compressions, like MP3 or recoding. It can even survive digital to 
analog conversions! In addition, the watermark detects 
manipulations like cut & paste of audio segments.

Now you can keep track of the identity of the user that fetched a 
specific recording, send information hidden into a radio broadcast 
or enforce copyright in audio/video files and streams.

Example - Tracking of the leak source of sensitive communications.
- Copyright enforcement, anti-piracy solution for streaming media 
content.
- Secret communications in radio broadcasts and other audio 
signals.
- Detection of manipulations in sensitive audio calls.
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BUBO INITIATIVE

Organization type Small (< 50 staff headcount)
Industry sectors SCS
Services provided /
Description BUBO INITIATIVE provides turnkey solutions for cybersecurity, 

developped especially for small and medium size companies. 
BUBO INITIATIVE is able to ansewer to their needs in terms of 
cybersecurity: adapted solutions, easy to use and already 
customised to their requirements.

Keywords /
Phone /
Email l.valat@bubo-cybersec.com
Webpage https://bubo-cybersec.com/
Country France
Address 13120 Gardanne, France
Facilitator /
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Cyberium

Organization type Micro (< 10 staff headcount)
Industry sectors SCS
Services provided /
Description We are pure players in cyber security for industrial networks and 

systems. We offer solutions (hardware datadiodes, secure 
remote access, USB Kiosk), advice in the context of cyber risk 
management, threat profile, audits and intrusion tests, training 
relating to IEC / ISA 62443 , cyber risk management and industrial 
cyber security awareness.

Keywords /
Phone /
Email stan@cyberium.solutions
Webpage https://www.cyberium.solutions/
Country France
Address 450 Rue Baden Powell, 34000 Montpellier, France
Facilitator /
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Haruspex

Organization type Small (< 50 staff headcount)
Industry sectors SCS
Services provided /
Description A digital-twin based solution that finds all the cyber-threats to 

your systems, and neutralizes them all with the minimum effort 
required.

Keywords /
Phone /
Email info@haruspex.it
Webpage https://www.haruspexsecurity.com
Country Italy
Address La Spezia, SP, Italy
Facilitator /
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I.C REP

Organization type Micro (< 10 staff headcount)
Industry sectors SCS
Services provided /
Description Representative and distributor of electronics componenents and 

systems, including Flexxon for secure data storage solutions
Keywords /
Phone /
Email philippe@icrep.fr
Webpage https://icrep.fr/
Country France
Address Septèmes-les-Vallons, France
Facilitator /
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Kletel Multimedia

Organization type Small (< 50 staff headcount)
Industry sectors SCS
Services provided /
Description For more than 30 years, Kletel designs and develops for its 

customers specific softwares that answer to their professional 
requirements. Kletel team is also deeply involves in R&D in the 
medical domain and e-health.

Keywords /
Phone /
Email kletel@kletel.net
Webpage http://www.kletel.net/
Country France
Address 106 Bd René Cassin, 06200 Nice, France
Facilitator /
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NOVASECUR

Organization type Micro (< 10 staff headcount)
Industry sectors SCS
Services provided /
Description As software publisher and major player in Risk management, 

Novasecur develops the only modular solution covering all 
functionalities essential for risk management.
Its ergonomics are user-oriented. Its integration is fast.
Its configuration capacity is great and its technological capacity 
to scientifically process all the data using Data Analytics and 
Artificial Intelligence makes it possible to industrialize their 
processing, to increase their informative value by providing 
recommendations concrete actions and bring a rapid return on 
investment.

Keywords /
Phone /
Email Beatrice.rouillard@novasecur.com
Webpage http://www.novasecur.com
Country France
Address Aix-en-Provence, France
Facilitator /
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PATROLAIR

Organization type Micro (< 10 staff headcount)
Industry sectors SCS
Services provided /
Description PATROLAIR provides Services and products to improve UAV 

operations for parapublic and civil security missions.
Keywords /
Phone /
Email contact@patrolair.com
Webpage https://www.patrolair.com
Country France
Address Rue du Capitaine Roger Audibert, 13770 Venelles, France
Facilitator /
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ProHacktive

Organization type Small (< 50 staff headcount)
Industry sectors SCS
Services provided /
Description ProHacktive is a preventive cybersecurity software company 

located in Région SUD. We are in a series A roadshow after having 
raised 2 million Euros since January 2020.

Keywords /
Phone /
Email egd@prohacktive.io
Webpage https://prohacktive.io
Country France
Address 8 Rue des Métiers, 05000 Gap, France
Facilitator /
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VIDETICS

Organization type Small (< 50 staff headcount)
Industry sectors SAFE
Services provided /
Description The core activity of VIDETICS consists in developing video 

analytics tools powered by AI through software solutions specific 
to the world of Smart Cities, offering to provide humans with the 
most relevant elements for decision making. The purpose is to 
generate alerts and statistical data in real time thus enabling 
infrastructure managers to anticipate and prevent traffic 
congestion or avoid danger before it arrives.

Keywords /
Phone /
Email contact@videtics.com
Webpage https://www.videtics.com
Country France
Address 535 Rte des Lucioles, 06560 Valbonne, France
Facilitator /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

9 of 113



Sikur

Organization type Micro (< 10 staff headcount)
Industry sectors SCS
Services provided /
Description Sikur is a cybersecurity technology innovator, dedicated to protect 

sensitive information through passwordless authentication, 
encryption and by securing endpoints.

Keywords /
Phone /
Email contact@sikur.com
Webpage https://www.sikur.com
Country France
Address 1047 Rte des Dolines, 06560 Valbonne, France
Facilitator /
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AKIDAIA SAS

Organization type Micro (< 10 staff headcount)
Industry sectors SAFE
Services provided /
Description AKIDAIA provides an innovative and digital access control 

solution which works without Internet and without infrastructure. 
Easy to install. Fast to manage. With your smartphone and your 
digital key you can open all electrified opening systems.

Keywords /
Phone /
Email contact@akidaia.com
Webpage https://www.akidaia.com
Country France
Address 61 Av. Simone Veil, 06200 Nice, France
Facilitator /
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WISEKEY

Organization type Medium (< 250 staff headcount)
Industry sectors SCS
Services provided /
Description WISeKey provides an integrated secure service platform that 

brings together cybersecurity, public key infrastructure (PKI) , 
Zero Touch Provisioning for Devices and semiconductor offerings 
(TPM, Secure Elements). WISeKey’s business divisions offer a 
wide range of products and services, including public key 
infrastructure secure microcontrollers. 
Targeted markets : loT, Access Control, Brand protection, Smart 
Energy (Wi-SUN), Medical Devices, Industrial IoT, OPC, Smart 
Building (MATTER), Ether-CAT, GSMA but also Digital Identities for 
people, web servers (SSL certificates).

Keywords /
Phone /
Email gradenac@wisekey.com
Webpage https://www.wisekey.com
Country France
Address Rue de la Carrière de Bachasson, 13590 Meyreuil, France
Facilitator /
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SYNEXIE

Organization type Small (< 50 staff headcount)
Industry sectors SCS
Services provided /
Description SYNEXIE is a company specialised in web and mobile IT 

development, but especially in network infrastructure and 
cybersecurity, since the creation of the company.  SYNEXIE works 
with more than hundred customers in the South french regions.

Keywords /
Phone /
Email mnicod@synexie.fr
Webpage http://www.synexie.fr
Country France
Address Toulon, France
Facilitator /
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APEX solutions

Organization type Micro (< 10 staff headcount)
Industry sectors SAFE
Services provided /
Description APEX solutions has the vision of becoming a leading private R&D 

partner for new risk approaches (innovative methodologies, fast-
running models, GIS-based solutions…).

Keywords /
Phone /
Email contact@apex-solutions.fr
Webpage https;//apex-solutions.fr
Country France
Address 46320 Flaujac-Gare, France
Facilitator /
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Aquilae

Organization type Small (< 50 staff headcount)
Industry sectors SAFE
Services provided /
Description French software editor in video analytics, Aquilae offers, via its 

patented technology in tracking and unsupervised learning, a 
reliable solution for automatic anomaly detection and real-time 
tracking of its source.

Keywords /
Phone /
Email contact@aquilae.tech
Webpage https://i-aquilae.com
Country France
Address 2 Rue Gustave Eiffel, 10430 Rosières-prés-Troyes, France
Facilitator /
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CASD

Organization type Small (< 50 staff headcount)
Industry sectors SAFE
Services provided /
Description CASD, specialised in industrial image processing, was created to 

design solutionsfor high-performance digital CCTV.
Keywords /
Phone /
Email casd@casd.fr
Webpage https://casd.fr/
Country France
Address Actipole, Rte des Béalières, 38113 Veurey-Voroize, France
Facilitator /
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CII Telecom

Organization type Small (< 50 staff headcount)
Industry sectors SAFE
Services provided /
Description cii télécom, éditeur de logiciel, est spécialisée dans les solutions 

de télécommunications depuis 1990.
Leader des solutions d'automates d’alerte à la population, 
serveurs vocaux, solutions d’envoi en masse de SMS…
Nous œuvrons au quotidien à connecter les Hommes pour plus 
de sécurité, d’efficacité et de sérénité.

Keywords /
Phone /
Email pjauneau@cii-telecom.fr
Webpage https://www.cii-telecom.fr
Country France
Address 335 Av. Rhin et Danube, 72100 Le Mans, France
Facilitator /
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NEOWAVE

Organization type Small (< 50 staff headcount)
Industry sectors SCS
Services provided /
Description NEOWAVE is a company specializing in strong authentication and 

secure transactions.
Keywords /
Phone /
Email contact@neowave.fr
Webpage https://www.neowave.fr
Country France
Address 1480 Av. d'Arménie, 13120 Gardanne, France
Facilitator /
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aXite Security Tools

Organization type Small (< 50 staff headcount)
Industry sectors HSD
Services provided /
Description aXite Security Tools is a Dutch cybersecurity company with a 

focus on data-driven solutions for both Information Technology 
and Operational Technology (OT).

Keywords /
Phone /
Email lars.willemsen@security-tools.nl
Webpage www.aXite-SecurityTools.com
Country Netherlands
Address Zuid Hollandlaan 7, 2596 AL Den Haag, Netherlands
Facilitator /
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CFLW Cyber Strategies B.V.

Organization type Micro (< 10 staff headcount)
Industry sectors HSD
Services provided /
Description Propelled by our ambition to disrupt criminal activities that abuse 

cyberspace and emergent technologies, CFLW provides solutions 
at the intersection of strategy and technology to stay secure in 
the digital transformation and to navigate through the cyber-
physical convergence.

Keywords /
Phone /
Email info@cflw.com
Webpage https://cflw.com
Country Netherlands
Address Franklinstraat 1a, 2691 HB 's-Gravenzande, Netherlands
Facilitator /
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Chapter8 B.V.

Organization type Micro (< 10 staff headcount)
Industry sectors HSD
Services provided /
Description Next-level pentesting. Chapter8 doesn't solely focus on hacking 

(red) or defending (blue). We use years of experience in high-
profile environments to combine the two in Assignments that 
result in mutual improvement and real-time security gains for our 
clients.

Keywords /
Phone /
Email questions@chapter8.com
Webpage https://chapter8.com
Country Netherlands
Address Zuid Hollandlaan 7, 2596 AL Den Haag, Netherlands
Facilitator /
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Codean BV

Organization type Micro (< 10 staff headcount)
Industry sectors HSD
Services provided /
Description Criminal hackers are getting smarter every day. To combat them, 

we are helping out ethical hackers: we are building a Review 
Environment that makes the work of security analysts 2 times as 
fast (and up to 10 times faster for certain tasks).

Keywords /
Phone /
Email arthur@cocean.io
Webpage https://codean.io/
Country Netherlands
Address Padualaan 8, 3512 JE Utrecht, Netherlands
Facilitator /
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Compumatica secure networks B.V.

Organization type Small (< 50 staff headcount)
Industry sectors HSD
Services provided /
Description Compumatica is a Dutch cyber security manufacturer specialized 

in crypto (network encryption, e-mail encryption) and network 
segmentation (firewall, Diode). The products have different 
security certifications from The Netherlands, European Union and 
NATO

Keywords /
Phone /
Email info@compumatica.com
Webpage https://www.compumatica.com
Country Netherlands
Address Oude Udenseweg 29, 5405 PD Uden, Netherlands
Facilitator /
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EclecticIQ

Organization type Medium (< 250 staff headcount)
Industry sectors HSD
Services provided /
Description "EclecticIQ is a global provider of threat intelligence, hunting and 

response technology and services. 
Stay ahead of rapidly evolving threats and outmaneuver your 
adversaries by embedding Intelligence at the core™ of your 
cyberdefenses. 
We operate worldwide with offices and teams across Europe and 
UK, North America, India and via value-add partners."

Keywords /
Phone /
Email info@eclecticiq.com
Webpage Leidsegracht 105,1017 ND,  Amsterdam
Country Netherlands
Address Leidsegracht 105, 1017 ND Amsterdam, Netherlands
Facilitator /
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DEVERYWARE

Organization type Large (> 250 staff headcount)
Industry sectors SAFE, SYSTEMATIC
Services provided /
Description Deveryware is leader in investigative technologies and services 

for global security. The Group’s offer, covers digital forensics and 
investigation, real time geolocation, cybersecurity, anti-fraud 
services, crisis management and emergency communications.

Keywords /
Phone /
Email alain.soulier@deveryware.com
Webpage https://deveryware.com/
Country France
Address 43 Rue Taitbout, 75009 Paris, France
Facilitator /
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DIGINOVE

Organization type Micro (< 10 staff headcount)
Industry sectors SAFE
Services provided /
Description Expert in image processing, DIGINOVE provides: 

- DEXELIA: solutions for digitization, automatic recognition and 
compression of documents
- TELECENSE: accurately identifies and characterizes settlement 
areas and evaluates population distribution and trends, by 
leveraging satellite images.
- Solutions for user ground segments of defense satellites, as a 
subcontractor of Airbus-DS: compression, visualization, 
transmission and part of processing
DIGINOVE is an alumnus of ESA-BIC Sud-France and Copernicus 
Accelerator, supported by Connect-By-CNES and a member of the 
SAFE Cluster.

Keywords /
Phone /
Email contact@diginove.com
Webpage www.diginove.com
Country France
Address 4 Rue Mahatma Gandhi, 13090 Aix-en-Provence, France
Facilitator /
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Isuna B.V.

Organization type Small (< 50 staff headcount)
Industry sectors HSD
Services provided /
Description Isuna is a Regulation Technology company focused upon 

increasing resilience to cyber threats and building awareness of 
mitigation measures. We work with SMEs to help them save 
money by more easily understanding and implementing their 
cyber security needs.

Keywords /
Phone /
Email info@isuna.net
Webpage www.isuna.net
Country Netherlands
Address Wilhelmina van Pruisenweg 104, 2595 AN Den Haag, Netherlands
Facilitator /
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EDICIA

Organization type Small (< 50 staff headcount)
Industry sectors SAFE
Services provided /
Description EDICIA is the software editor of CITY ZEN® a unique urban 

security platform. By combining business know-how and AI, CITY 
ZEN® allows a city or territory to govern its urban security 
continuum, while improving the performance of the means and 
resources dedicated to the safety and tranquility of the citizen in 
the public space.

Keywords /
Phone /
Email secretariatgeneral@edicia.fr
Webpage www.edicia.fr
Country France
Address 1 Rue Célestin Freinet, 44200 Nantes, France
Facilitator /
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EONEF

Organization type Micro (< 10 staff headcount)
Industry sectors SAFE
Services provided /
Description EONEF is a French startup that develops and commercializes a 

tethered balloon inflated with helium equipped with antenna or 
camera to monitor extended sites. The height allows to be free of 
buildings or vegetation and cover large territories.

With this offer EONEF addresses 3 markets:
- Security & Safety for private industry, outdoor events and 
defense
- Telecommunication Emergency
- Wildlife conservancy

Keywords /
Phone /
Email julie.dautel@eonef.com
Webpage https://eonef.com/
Country France
Address 21 Prom. Jean Rostand, 93000 Bobigny, France
Facilitator /
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EZAKO

Organization type Micro (< 10 staff headcount)
Industry sectors SAFE
Services provided /
Description Ezako is ta startup based in Paris and in Sophia Antipolis / 

France. Ezako is a startup specializing in Artificial Intelligence 
and Deep Learning. Ezako is the editor of Upalgo, an automatic 
anomaly detection solution.

Keywords /
Phone /
Email contact@ezako.com
Webpage https://ezako.com/en/
Country France
Address 13B Av. de la Motte-Picquet, 75007 Paris, France
Facilitator /
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FOXSTREAM

Organization type Small (< 50 staff headcount)
Industry sectors SAFE
Services provided /
Description "Foxstream is the leading French specialists in innovative AI-

powered video analytics software solutions.
Foxstream is mainly present in the security / video surveillance 
market with an efficient infrastructure protection solution. 
Foxstream is present in France and abroad."

Keywords /
Phone /
Email jb.ducatez@foxstream.fr
Webpage www.foxstream.fr
Country France
Address 6 Rue du Dauphiné, 69120 Vaulx-en-Velin, France
Facilitator /
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GLOBAL SMART SOLUTIONS

Organization type Micro (< 10 staff headcount)
Industry sectors SAFE
Services provided /
Description Global Smart  Solutions develops a hardware and software 

solution to optimize rescue management. The Little Alert Box is a 
resilient and intelligent monitoring and communication device.

Keywords /
Phone /
Email aya.radi@globalsmartrescue.com
Webpage https://globalsmartrescue.com/
Country France
Address 815 La Pyrénéenne, 31670 Labège, France
Facilitator /
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IPCOMM GmbH

Organization type Small (< 50 staff headcount)
Industry sectors None
Services provided /
Description IPCOMM GmbH focus is on the development of industrial 

gateways and inter-network communication solutions.With over 
twenty years of experience we are able to offer solutions to 
almost any digital communication problem.

Keywords /
Phone /
Email info@ipcomm.de
Webpage https://www.ipcomm.de/
Country Germany
Address Industriegebiet Schmalau, Walter-Bouhon-Straße 4, 90427 

Nürnberg, Germany
Facilitator /
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LIUM

Organization type Micro (< 10 staff headcount)
Industry sectors SAFE
Services provided /
Description Lium is developing a tethered balloon solution which is able to 

onboard a performant camera and an artificial intelligence. This 
will able to survey large aeras during a wide period.

Keywords /
Phone /
Email guilain@lium-tech.com
Webpage Lium-tech.com
Country France
Address 7 Rue Pourtoules, 84100 Orange, France
Facilitator /
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MIDGARD

Organization type Micro (< 10 staff headcount)
Industry sectors SAFE
Services provided /
Description MidGard is developing an decision support platform for Civil 

Security actors that allows firefighter  drone data to be stored, 
visualized and analyzed automatically using Artificial Intelligence 
modules in order to plan their interventions.

Keywords /
Phone /
Email contact@midgard-ai.com
Webpage https://www.midgard-ai.com/
Country France
Address Port Charles Ornano, Bd Charles Bonaparte, 20090 Ajaccio, 

France
Facilitator /
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PRYSM SOFTWARE

Organization type Small (< 50 staff headcount)
Industry sectors SAFE
Services provided /
Description Prysm Software develops and markets AppVision™, an open-

architecture control-command platform. It enables to manage fire 
and security systems (video, access control, intrusion, intercom, 
analytics, etc.), building management and SCADA systems, third-
party applications, cybersecurity tools and new technologies 
(drones, robotics and Big Data) in a single interface.

Keywords /
Phone /
Email david.fiorina@prysm.fr
Webpage prysm-software.com
Country France
Address 155 Rue Paul Langevin, 13290 Aix-en-Provence, France
Facilitator /
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SENSIVIC

Organization type Small (< 50 staff headcount)
Industry sectors SAFE
Services provided /
Description French company founded in 2015, SENSIVC has created an AI 

system for the detection of sound events in real time
Keywords /
Phone /
Email contact@sensivic.com
Webpage www.sensivic.com
Country France
Address 1 Av. du Champ de Mars, 45100 Orléans, France
Facilitator /
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SMITHS DETECTION

Organization type Large (> 250 staff headcount)
Industry sectors SAFE
Services provided /
Description Smiths Detection is a global leader in threat detection and 

security screening technologies. We deliver the solutions needed 
to protect society from the threats and illegal passage of 
explosives, prohibitive weapons, contraband, biological threats, 
toxic chemicals and narcotics.

Keywords /
Phone /
Email marie-helene.fer@smithsdetection.com
Webpage www.smithsdetection.com
Country France
Address 36 Rue Charles Heller, 94400 Vitry-sur-Seine, France
Facilitator /
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uCrowds B.V.

Organization type Micro (< 10 staff headcount)
Industry sectors HSD
Services provided /
Description uCrowds offers crowd simulation in your local building, 

infrastructure, or city. We offer a program and an engine that's 
ready to be interated in your software solution.

Keywords /
Phone /
Email roland@ucrowds.com
Webpage https://ucrowds.com/
Country Netherlands
Address Padualaan 8, 3512 JE Utrecht, Netherlands
Facilitator /
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STID

Organization type Medium (< 250 staff headcount)
Industry sectors SAFE
Services provided /
Description For over 25 years, STid has been inventing and offering 

identification solutions for physical
and logical high-security access control, as well as Automatic 
Vehicle Identification (AVI) and industrial asset tracking - using 
cutting-edge RFID, NFC, Bluetooth and Internet of Things (IoT) 
technologies.

Keywords /
Phone /
Email info@stid.com
Webpage www.stid.com
Country France
Address 20 Parc d'activités des Pradeaux, 13850 Gréasque, France
Facilitator /
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TPL

Organization type Medium (< 250 staff headcount)
Industry sectors SAFE
Services provided /
Description For more than 30 years, TPL Systèmes has been designing and 

manufacturing radiocommunications equipment and solutions 
for first aid and public alert. As well as digital radio technology 
widely disseminated to forest fire departments.
The main activity of TPL Systèmes is the development, 
manufacture and distribution of professional radio 
communication equipment. The objective of TPL Systèmes is to 
provide comprehensive and innovative solutions to public security 
actors. The company based in Sarlat (24) is headquartered and 
which also houses the manufacturing unit for our products, and in 
Toulou

Keywords /
Phone /
Email info@tplsystemes.com
Webpage www.tplsystemes.com
Country France
Address 24200 Sarlat-la-Canéda, France
Facilitator /
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VSM

Organization type Small (< 50 staff headcount)
Industry sectors SAFE
Services provided /
Description Specialized in simulation for 30 years, VSM opened a training 

center in 2014 in Istres with 3 main products coming from R&D 
projects :
•    ESTHEL : SAR and CSAR mission simulator
•�SAGOD : hoisting simulator for people involved in the aerial 
safety field
•�HWTC : pool for sea survival training sessions (including HUET)

Keywords /
Phone /
Email benoit@vsm.fr
Webpage www.vsm.fr
Country France
Address 1 Imp. des Amandiers, 13330 Pélissanne, France
Facilitator /
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Hudson Cybertec

Organization type Small (< 50 staff headcount)
Industry sectors HSD
Services provided /
Description Cybersecurity Expert for Industrial Automation and Control 

Systems (IACS). We are an independent cybersecurity solution 
provider with years of experience in cybersecurity for Operational 
Technology (OT).

Keywords /
Phone /
Email info@hudsoncybertec.com
Webpage www.hudsoncybertec.com
Country Netherlands
Address Laan van 's-Gravenmade 74, 2495 AJ Den Haag, Netherlands
Facilitator /
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Pontem IT

Organization type Micro (< 10 staff headcount)
Industry sectors HSD
Services provided /
Description Pontem IT offers an easy to operate affordable tool to defend  

companies critical processes and infrastructure from various 
external threats.

Keywords /
Phone /
Email info@pontemit.com
Webpage www.pontemit.com
Country Netherlands
Address Gerrit van der Laanstraat 22, 2313 XT Leiden, Netherlands
Facilitator /
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X-Systems BV

Organization type Micro (< 10 staff headcount)
Industry sectors HSD
Services provided /
Description Safeguarding the European society with state-of-the-art cutting-

edge Privacy-By-Design and Security-By-Default Secure Mobile 
IoT technologies.

Keywords /
Phone /
Email info@x-systems.com
Webpage www.x-systems.com
Country Netherlands
Address Wilhelmina van Pruisenweg 104, 2595 AN Den Haag, Netherlands
Facilitator /
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Hermitage Solutions UAB

Organization type Small (< 50 staff headcount)
Industry sectors L3CE
Services provided /
Description Responsu has been working towards a more secure society since 

2012 and has already helped hundreds of various professionals 
to gain and improve their cybersecurity skills. Since 2019 started 
developing cybersecurity awareness platform to everyone within 
organizations

Keywords /
Phone /
Email paulius@hermitage.lt
Webpage www.responsu.com
Country Lithuania
Address Žirmūnų g. 139A, 09120 Vilnius, Lithuania
Facilitator /
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MB "Kibernetinis saugumas"

Organization type Micro (< 10 staff headcount)
Industry sectors L3CE
Services provided /
Description Research in the cybersecurity area; defense of the web portals; 

penetration testing
Keywords /
Phone /
Email darius@esec.lt
Webpage https://tyrimai.esec.lt
Country Lithuania
Address 14259, Lithuania
Facilitator /
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UAB "Komsetas"

Organization type Small (< 50 staff headcount)
Industry sectors L3CE
Services provided /
Description The main activities of the company are the sale and maintenance 

of computer equipment, the design and manufacture and 
installation of electronic systems, the development and 
integration of information systems, sale and servicing of 
software.

Keywords /
Phone /
Email tomas@komsetas.lt
Webpage www.komsetas.lt
Country Lithuania
Address Aukštaičių g. 6, 11341 Vilnius, Lithuania
Facilitator /
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Hnit-Baltic

Organization type Medium (< 250 staff headcount)
Industry sectors L3CE
Services provided /
Description Hnit-Baltic is an exclusive Esri distributor in Lithuania, Latvia and 

Estonia, providing geospatial analyses and solutions for all 
domains, including Public Safety, Emergency Management and 
Disaster Resilience.

Keywords /
Phone /
Email info@hnit-baltic.lt
Webpage www.gisbaltic.eu
Country Lithuania
Address S. Konarskio g. 28, 03127 Vilnius, Lithuania
Facilitator /
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SecuredNow

Organization type Small (< 50 staff headcount)
Industry sectors L3CE
Services provided /
Description For embedded device manufacturers who need to asses the 

security of their product SecuredNow is a solution that provides 
insight at any stage of the product lifecycle. Unlike product 
security audit performed by subcontractors our product is always 
available to you at any given moment of time straight from your 
facility.

Keywords /
Phone /
Email peter.myakoshin@exsetlabs.com
Webpage https://securednow.com/
Country Netherlands
Address Hullenbergweg 413, 1101 CS Amsterdam, Netherlands
Facilitator /
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Acrux cyber services

Organization type Micro (< 10 staff headcount)
Industry sectors L3CE
Services provided /
Description UAB Acrux cyber services is an information technology company 

that provides its services to public and private sector entities both 
in Lithuania and abroad. The company specializes in software 
development and cyber security services.

Keywords /
Phone /
Email info@acruxcs.com
Webpage https://acruxcs.com
Country Lithuania
Address Žirmūnų g. 68, 09112 Vilnius, Lithuania
Facilitator /
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Algodone

Organization type Micro (< 10 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description ALGODONE has been created in Montpellier (France) to propose 

IoT secure management platforms dedicated to objects in very 
hostile environments.

Keywords /
Phone /
Email support@algodone.com
Webpage www.algodone.com
Country France
Address Rdpt Benjamin Franklin, 34000 Montpellier, France
Facilitator /
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ALL4TEC

Organization type Small (< 50 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description ALL4TEC designs and distributes risk analysis tools for 

cybersecurity.
Keywords /
Phone /
Email lac@all4tec.net
Webpage www.all4tec.com
Country France
Address 21 Rue Ferdinand Buisson, 53810 Changé, France
Facilitator /
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DROON

Organization type Micro (< 10 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description Droon is expert in blockchain based solutions for cybersecurity, 

data protection, digital trust and collaboration, as Electronic vote, 
Data masking solutions or secured contract management, using 
permissioned blockchains, tokenisation and secured APIs.

Keywords /
Phone /
Email philippe.ogier@droon.io
Webpage www.ransomdataprotect.com
Country France
Address 25B Rue Saint-Georges, 94700 Maisons-Alfort, France
Facilitator /
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DynFi

Organization type Micro (< 10 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description DynFi provides two softwares: an Open Source Firewall and a 

Central Management System compatible with leading Open 
Source firewalls.

Keywords /
Phone /
Email info@dynfi.com
Webpage https://dynfi.com
Country France
Address 6 Rue Montmartre, 75001 Paris, France
Facilitator /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

55 of 113



Derant

Organization type Small (< 50 staff headcount)
Industry sectors CenSec
Services provided /
Description Leading experts in Network Detection and Response. Offers 

solutions for detecting even the most advanced hackers. SaaS-
solution available.

Keywords /
Phone /
Email info@derant.com
Webpage www.derant.com
Country Denmark
Address Nyhavn 16, 1051 København, Denmark
Facilitator /
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IDECSI

Organization type Small (< 50 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description First monitoring and detecion platform communicating with 

users. IDECSI helps you resolve security and remediation issues 
related to access, rights, sharing, and configurations in Microsoft 
365 cloud and on-premises environments.

Keywords /
Phone /
Email contact@idecsi.com
Webpage www.idecsi.com
Country France
Address 6 Rue de Berri, 75008 Paris, France
Facilitator /
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IoTsTrust

Organization type Small (< 50 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description Red Alert Labs is helping organizations trust IoT devices 

throughout their entire life-cycle. We are revolutionizing the way 
companies secure by design, assess and certify their connected 
solutions through innovation.

Keywords /
Phone /
Email contact@redalertlabs.com
Webpage wwwiotstrust.com
Country France
Address 3 Rue Parmentier, 94140 Alfortville, France
Facilitator /
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Kalima Systemas

Organization type Micro (< 10 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description Kalima Systems is a blokchain for IoT protocol. We provide 

software and hardware to collect transport and share IoT data 
with Kalima Blockchain.

Keywords /
Phone /
Email info@kalima.io
Webpage https://www.kalima.io/
Country France
Address 66 Av. des Champs-Élysées, 75008 Paris, France
Facilitator /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

59 of 113



Montimage

Organization type Small (< 50 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description Montimage develops innovative solutions for network monitoring, 

rapid and secure deployment of 4G / 5G networks and analysis of 
activities and business data (eg. manufacturing process).

Keywords /
Phone /
Email edgardo.montesdeoca@montimage.com
Webpage Kalima Systems goal is to create a new standard for Blockchain 

IoT applications.  More generally Kalima is a new way to 
interconnect objects, people and services with trust and to bring 
new possibilities to monetize data. We empower enterprise and 
de

Country France
Address 39 Rue Bobillot, 75013 Paris, France
Facilitator /
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Olvid

Organization type Micro (< 10 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description The most secure messaging app in the world.

Olvid is the first instant messenger certified Security Visa (CSPN) 
by the French National Cybersecurity Agency (ANSSI). Only 
cryptography can guarantee true security of your 
communications. Do not rely on servers that may jeopardize this 
security.

Keywords /
Phone /
Email contact@olvid.io
Webpage https://olvid.io
Country France
Address 9 Rue Charlot, 75003 Paris, France
Facilitator /
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Oxibox

Organization type Small (< 50 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description Oxibox ensures no company is subjected to data loss ever again. 

Our innovative technology ensures the capacity of all companies 
to be back in business instantaneously after a cyberattack.

Keywords /
Phone /
Email julien@oxibox.fr
Webpage https://www.oxibox.com/fr/
Country France
Address 15 Bd des Chênes, 78280 Guyancourt, France
Facilitator /
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Reciproc-IT

Organization type Micro (< 10 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description Incorporated in 2015, RECIPROC-IT is a consulting firm 

specializing in Information Systems security. 
Building up on our skills and expertise, we developed Oligo.rm, 
our Risk management platform.

Keywords /
Phone /
Email baya.lonqueux@reciproc-it.com
Webpage HTTPS://RECIPROC-IT.COM
Country France
Address 7 Cr Valmy, 92800 Puteaux, France
Facilitator /
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Red Alert Labs

Organization type Small (< 50 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description Red Alert Labs is an independent IoT security lab and a 

cybersecurity consulting agency helping organizations trust IoT 
devices throughout their entire life-cycle.

Keywords /
Phone /
Email roland.atoui@redalertlabs.com
Webpage https://www.redalertlabs.com/
Country France
Address 3 Rue Parmentier, 94140 Alfortville, France
Facilitator /
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Scille

Organization type Small (< 50 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description SCILLE is an open source software editor specialized in the 

cybersecurity of sensitive data sharing on the Public Cloud.
Keywords /
Phone /
Email thierry.leblond@scille.fr
Webpage https://parsec.cloud
Country France
Address 11 Chem. de Jalès, 33160 Saint-Médard-en-Jalles, France
Facilitator /
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Alpha Strike Labs GmbH

Organization type Micro (< 10 staff headcount)
Industry sectors CenSec
Services provided /
Description Alpha Strike Labs is an innovative German company in the field of 

cyber open source intelligence. With the help of global internet 
scans we identify potential attack surfaces of a company/agency 
on the Internet.

Keywords /
Phone /
Email office@alphastrike.io
Webpage www.alphastrike.io
Country Germany
Address Albert-Einstein-Straße 14, 12489 Berlin, Germany
Facilitator /
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Arbit Cyber Defence Systems ApS

Organization type Small (< 50 staff headcount)
Industry sectors CenSec
Services provided /
Description Arbit delivers a full range of certified and accredited cross 

domain solutions for high security networks - both in the server 
room and on the battlefield.

Keywords /
Phone /
Email info@arbitcds.com
Webpage https://arbitcds.com
Country Denmark
Address Immerkær 54, 2650 Hvidovre, Denmark
Facilitator /
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Eagle Shark Cyber Defence

Organization type Small (< 50 staff headcount)
Industry sectors CenSec
Services provided /
Description Eagle Shark Cyber Defence is part og the Eagle Shark group. A 

private held cooperate intelligence agency with a strong focus on 
prevention and recovery within cyber security

Keywords /
Phone /
Email crs@eagleshark.dk
Webpage https://www.escd.dk/home-en
Country Denmark
Address Bredgade 28, 1260 København, Denmark
Facilitator /
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Lorenz Technology

Organization type Small (< 50 staff headcount)
Industry sectors CenSec
Services provided /
Description Lorenz Technology provides intelligent drone and robot solutions 

for the port and security segment.
Keywords /
Phone /
Email ks@lorenztechnology.dk
Webpage https://www.lorenztechnology.com/
Country Denmark
Address Sivlandvænget 3, 5260 Odense, Denmark
Facilitator /
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The Danish Institute for Fire and Security Technology

Organization type Large (> 250 staff headcount)
Industry sectors CenSec
Services provided /
Description Fire and security technology are the core areas of DBI. We work to 

create optimum security conditions by performing research, 
development and advisory services.

Keywords /
Phone /
Email hro@brandogsikring.dk
Webpage https://brandogsikring.dk/en/
Country Denmark
Address Jernholmen 12, 2650 Hvidovre, Denmark
Facilitator /
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ZAFEHOUZE ApS

Organization type Micro (< 10 staff headcount)
Industry sectors CenSec
Services provided /
Description ZAFEHOUZE ApS, have created the most advanced, yet simple 

solution for accessing IT-resources, services and applications - 
without the risk of compromization.

Keywords /
Phone /
Email nea@zafehouze.com
Webpage https://zafehouze.com/
Country Denmark
Address Vibeholms Allé 16, 1st floor, 2605 Brøndby, Denmark
Facilitator /
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Zybersafe Aps

Organization type Micro (< 10 staff headcount)
Industry sectors CenSec
Services provided /
Description Danish developer of market leading hardware based encryption 

devices for high capacity ethernet connections. Encrypting 1 
Gbps, 10 gbps and 100 Gbps links with out latency and with no 
compromise on security.

Keywords /
Phone /
Email info@zybersafe.com
Webpage https://www.zybersafe.com
Country Denmark
Address Erik Husfeldts Vej 7, 2630 Taastrup, Denmark
Facilitator /
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Secure-IC

Organization type Medium (< 250 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description With presence and customers across 5 continents, Secure-IC is 

the rising leader and only global provider of end-to-end 
cybersecurity solutions for embedded systems and connected 
objects.

Keywords /
Phone /
Email contact@secure-ic.com
Webpage https://www.secure-ic.com/
Country France
Address 15 Rue Claude Chappe bat b, 35510 Cesson-Sévigné, France
Facilitator /
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Set in Stone

Organization type Micro (< 10 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description Set In Stone is a French Startup founded in 2020. We help 

companies to limit risks related to data exchange between their 
collaborators and external actors.

Keywords /
Phone /
Email thomas.benoit@setinstone.io
Webpage https://setinstone.io/
Country France
Address 20 Rue Littré, 75006 Paris, France
Facilitator /
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Smart Global Governance

Organization type Medium (< 250 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description Smart Global Governance provides a SaaS Risk management 

platform that allows companies to better manage and monitor 
their various risks and compliance requirements in a single tool. 
Based on low code technology, it offers an open, intuitive, and 
flexible architecture solution.

Keywords /
Phone /
Email hello@smartglobalgovernance.com
Webpage www.smartglobalgovernance.com
Country France
Address 1240 Rte des Dolines, 06560 Valbonne, France
Facilitator /
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Stimshop

Organization type Micro (< 10 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description STIMSHOP's Wi-Us technology brings wireless communication 

without radio waves. Relevant in environments where radio waves 
do not work for secured wireless data transfer, measurement, 
strong authentication, geolocation.

Keywords /
Phone /
Email contact@stimshop.com
Webpage https://www.wi-us.eu
Country France
Address 3b Rue Taylor, 75010 Paris, France
Facilitator /
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Syscience

Organization type Micro (< 10 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description Syscience helps customer to develop complex systems, to 

capture needs, identify risks, and define the most approriate 
architecture.

Keywords /
Phone /
Email pascal.krapf@syscience.fr
Webpage https://www.syscience.fr
Country France
Address 27 Rue de Lausanne, 91140 Villebon-sur-Yvette, France
Facilitator /
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TEHTRIS

Organization type Medium (< 250 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description TEHTRIS is the world leader in the automatic neutralization of 

cyber attacks without human action. Our mission : to fight against 
cyber espionage and cyber sabotage

Keywords /
Phone /
Email marketing@tehtris.com
Webpage https://tehtris.com/en/
Country France
Address 13-15 Rue Taitbout, 75009 Paris, France
Facilitator /
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TrustHQ

Organization type Micro (< 10 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description Helping CISO automate compliance, risk management and 

cybersecurity Governance workflows.
Keywords /
Phone /
Email gf@trusthq.com
Webpage https://trusthq.com
Country France
Address 80 Rue de Clignancourt, 75018 Paris, France
Facilitator /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

79 of 113



UniText

Organization type Micro (< 10 staff headcount)
Industry sectors SYSTEMATIC
Services provided /
Description StartUp to offer Lean Management tooling and Collective 

Intelligence capture and capitalization.SaaS, Intranet, 
Portal.Asynchronous and remote collaboration.

Keywords /
Phone /
Email philippe.jarrin@unitext.fr
Webpage https://www.lesamisdeunitext.fr
Country France
Address 27 Av. Saint-Laurent, 91400 Orsay, France
Facilitator /
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Octopus Cybersecurity srl

Organization type Micro (< 10 staff headcount)
Industry sectors None
Services provided /
Description Octopus Cybersecurity provides Octopus VAR, a Validation, 

Analysis and Reporting tool that gives risk managers and CISOs a 
powerful control mechanism and a deep view of operational risks 
while maintaining security guidelines and business continuity. 
Verify go-live vendor-specific configurations and reduce 
operational risks by maintaining your organizations’ minimum 
cyber security guidelines.

Keywords /
Phone /
Email info@octopus-var.com
Webpage https://www.octopus-var.com/
Country Italy
Address Largo Augusto, 3, 20122 Milano MI, Italy
Facilitator /
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Elistair

Organization type Small (< 50 staff headcount)
Industry sectors SAFE
Services provided /
Description Elistair’s leading aerial surveillance technology provides 

continuous, timely and actionable intelligence to help teams in 
the field protect lives and assets. With its unique persistent safety 
architecture, The Orion 2 is a dedicated tethered drone system 
built to endure extended flight times. In less than 15 minutes, gain 
situational awareness of your area by deploying the Orion 2 in an 
ISR or tactical communications role.

Keywords /
Phone /
Email s.tardi@elistair.com
Webpage https://elistair.com/
Country France
Address 12 Chem. des Hirondelles, 69570 Dardilly, France
Facilitator /
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JAGUARDS

Organization type Micro (< 10 staff headcount)
Industry sectors SAFE
Services provided /
Description Command Information Center : Jaguards is a Safety Hypervisor 

providing an Electronic LogBook, Reporting System, Incident and 
Crisis Management, Security Events Traceability for private and 
public Command Information Center, Firemen, Hospitals, Smart 
City, and Industrial Maintenance.
A complete crisis management solution : Jaguards is a 
collaborative platform to manage and share information in real 
time. The electronic Logbook & Reporting System is essential to 
insure and improve the resilience of organizations.

Keywords /
Phone /
Email contact@jaguards.com
Webpage https://www.jaguards.com
Country France
Address 8 Chem. du Bas Lauron, 06650 Le Rouret, France
Facilitator /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

83 of 113



co-dex.eu bvba

Organization type Micro (< 10 staff headcount)
Industry sectors LSEC
Services provided /
Description Growth company developing a Low-code & No-code development 

platform for governance and security
solutions. GDPR & compliance management made easy to 
protect data, reputation and regulatory
requirements.

Keywords /
Phone /
Email info@co-dex.eu
Webpage www.co-dex.eu
Country Belgium
Address Albert I-laan 23, 8920 Langemark-Poelkapelle, Belgium
Facilitator /
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Firmalyzer

Organization type Micro (< 10 staff headcount)
Industry sectors LSEC
Services provided /
Description Firmalyzer is a leading provider of IoT vulnerability management 

and firmware analysis solutions to IoT vendors and enterprises. 
Most IoT devices run flavours of Linux or a real time operating 
system included with their firmware that are vulnerable to web 
application attacks and memory corruption exploits the same 
way as server and desktop operating systems and applications. 
Firmalyzer enables IoT device manufacturers and their customers 
to discover and prioritize such risks in an automate, accurate and 
proactive way by performing global-scale security analysis of OT 
and IoT device firmware

Keywords /
Phone /
Email contact@firmalyzer.com
Webpage www.firmalyzer.com
Country Belgium
Address Brusselstraat 51, 2018 Antwerpen, Belgium
Facilitator /
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Toreon

Organization type Medium (< 250 staff headcount)
Industry sectors LSEC
Services provided /
Description Coach in Digital Security. Each digital environment is 

characterised
by specific concerns and challenges. At Toreon we respond to the
specific needs of our customers. We identify, advise and guide 
the
implementation with tailor-made solutions to increase the 
maturity
of their security.

Keywords /
Phone /
Email info@toreon.com
Webpage https://www.toreon.com/
Country Belgium
Address Grotehondstraat 44, 2018 Antwerpen, Belgium
Facilitator /
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Lansweeper

Organization type Medium (< 250 staff headcount)
Industry sectors LSEC
Services provided /
Description Lansweeper is an IT asset management software provider 

helping businesses better understand, manage and protect their 
IT devices and network. Lansweeper helps customers minimize 
risks and optimize their IT assets by providing actionable insight 
into their IT infrastructure at all times, offering trustworthy, 
valuable, and accurate insights about the state of users, devices, 
and software.

Keywords /
Phone /
Email info@lansweeper.com
Webpage lansweeper.com
Country Belgium
Address Zeelsebaan 83z, 9200 Dendermonde, Belgium
Facilitator /
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AXSGuard - ABLE bv

Organization type Small (< 50 staff headcount)
Industry sectors LSEC
Services provided /
Description AXS Guard is a complete & scalable cybersecurity platform,

suitable for any organization, large or small
Keywords /
Phone /
Email info@axsguard.com
Webpage https://www.axsguard.com/en_US/
Country Belgium
Address Dellingstraat 28b, 2800 Mechelen, Belgium
Facilitator /
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Intigriti bv

Organization type Medium (< 250 staff headcount)
Industry sectors LSEC
Services provided /
Description Europe’s #1 ethical hacking and bug bounty platform. Intigriti’s 

Hybrid Pentest solution brings a new approach to bug bounty and 
security testing. Supersede traditional penetration testing, secure 
your assets, and be ready to counter modern-day threats by 
harnessing the full power of the crowd.
Utilize the unrivaled skills of our global hacking community 
through a solution that’s tailored to your security needs – whether 
it’s public and private bug bounties, hybrid pentests, or a live 
hacking event.

Keywords /
Phone /
Email info@intrigriti.com
Webpage https://www.intigriti.com/
Country Belgium
Address Borsbeeksebrug 34, 2600 Antwerpen, Belgium
Facilitator /
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Ceeyu bv

Organization type Small (< 50 staff headcount)
Industry sectors LSEC
Services provided /
Description Know your digital footprint, understand the security risks. Ceeyu 

identifies IT and network vulnerabilities for your company and 
your supply chain (Third Party Risk Management or TPRM) by 
combining automated digital footprint mapping, attack surface 
scanning and cybersecurity risk analysis, with online 
questionnaire-based risk assessments.   Made in EU.

Keywords /
Phone /
Email info@ceeyu.io
Webpage https://ceeyu.io/
Country Belgium
Address IJzerenleen 33, 2800 Mechelen, Belgium
Facilitator /
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Outkept bv

Organization type Micro (< 10 staff headcount)
Industry sectors LSEC
Services provided /
Description OutKept was founded in the midst of a global pandemic abused 

by hackers to increase their social engineering attacks. In many 
countries phishing scams have already doubled or tripled in 
recent years, in 2020 we saw more than a six-fold increase. 
OutKept wants to empower people and organisations to resist 
this criminal trend. Our mission is to stop phishing attacks from 
being successful, by focusing on the human factor in your cyber 
defence.

Keywords /
Phone /
Email info@outkept.com
Webpage https://outkept.com/
Country Belgium
Address Boekendries 28, 9660 Brakel, Belgium
Facilitator /
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Cyberwolf bv

Organization type Micro (< 10 staff headcount)
Industry sectors LSEC
Services provided /
Description Cyberwolf protects the private lives of boards, executives and 

UHNWI. Our personal cybersecurity service combines the best 
enterprise-grade security technology with a collective of 
cyberexperts ready to fight by their side.

We've got their digital backs. Worldwide, 24/7.

Invite-only.
Keywords /
Phone /
Email info@cyberwolf.io
Webpage https://www.cyberwolf.io/
Country Belgium
Address Guldensporenpark 30, 9820 Merelbeke, Belgium
Facilitator /
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MION Technologies

Organization type Micro (< 10 staff headcount)
Industry sectors None
Services provided /
Description MION develops EVDs (Explosive Vapor Detectors) based on its 

proprietary DMA (Differential Mobility Analyser) in combination 
with other analytical techniques.  The main product is VPSCAN 
which is a cargo screener system able to detect at the level of 
0.01 ppq which is the sensitivity required for the detection of 
plastic explosives in a large volume like a maritime container. 
In addition to this, and thanks to SecurIT project, MION is working 
on a new concept of vapor screening for people and luggage 
based on a very innovative DMA without the need for other 
analytical instruments.

Keywords /
Phone /
Email mion@miontechnologies.com
Webpage https://miontechnologies.com/
Country Spain
Address Valladolid, Spain
Facilitator /
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TRAAK

Organization type Micro (< 10 staff headcount)
Industry sectors SAFE
Services provided /
Description TRAAK is a French start-up specialized in solutions for 

geolocation and biometric tracking in constraint environments. 
Our expertise covers the development and conception  in house 
of trackers capable of all type of geolocation (outdoor, RTK/HAS 
precise positioning, indoor, underground, GPS denied, relative) 
and communication (BLE, UWB, Cellular, satellite, RF, proprietary 
RF)  included in highly degraded environments.
We have available products and tech brick
TRAAK has proven experience working with firefighters, Police 
forces and military units and can interoperate with any existing 
system.

Keywords /
Phone /
Email securit@traak.tech
Webpage https://www.traak.tech
Country France
Address 53 Av. Berryer, 78600 Maisons-Laffitte, France
Facilitator /
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Sonic Bee B.V.

Organization type Micro (< 10 staff headcount)
Industry sectors HSD
Services provided /
Description SonicBee is the Identity & Access Management (IAM) company 

that provides innovative and intelligent consulting and managed 
services to make businesses faster, smarter and more secure. We 
make sure that everything and everyone in your environment can 
access information in a secure, compliant and intelligent way. We 
do this with a team of highly experienced, IAM speon highly 
experienced, IAM-specialised experts. In addition, we excel at 
developing solutions from a business perspective.

Keywords /
Phone /
Email info@sonicbee.nl
Webpage https://www.sonicbee.nl/en/
Country Netherlands
Address Kraanspoor 50, 1033 SE Amsterdam, Netherlands
Facilitator /
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Skopos Security Labs BV

Organization type Micro (< 10 staff headcount)
Industry sectors SAFE, LSEC, Other(s)
Services provided /
Description See your organisation like cyber criminals. SaaS platform that 

keeps you secure: daily alerts, monthly reporting & annual 
independent report by the accountant

Keywords /
Phone /
Email info@lupasafe.com
Webpage https://www.lupasafe.com
Country Netherlands
Address Grebbeweg 19B, 3902 HG Veenendaal, Netherlands
Facilitator /
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HighWind Emergency Calls

Organization type Micro (< 10 staff headcount)
Industry sectors SAFE
Services provided /
Description Start-up specialized in the pre-diagnostic of emergency calls 

during major disasters through our patented artificial intelligence 
module. HighWind allows emergency call operators and 
command centers to immediately triage emergency calls based 
on the nature and severity of the situation. The AI technology 
significantly reduces the duration of the emergency calls while 
maximizing the chances of survival of patients.

Keywords /
Phone /
Email adrien.ricci@highwind-ems.com
Webpage www.highwind-ems.com
Country France
Address 61 Av. Simone Veil, 06000 Nice, France
Facilitator /
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Defora Networks GmbH

Organization type Micro (< 10 staff headcount)
Industry sectors None
Services provided /
Description IT-Security Consultancy agency established in Berlin, Germany. 

Security is our passion and profession since 2006.
With decades of experience in Information Technology, our 
consultants bring expertise in many aspects of Security, for most 
systems or setups — and we are eager to adapt to, understand, 
and assess new ones.

Keywords /
Phone /
Email info@defora.net
Webpage https://www.defora.net
Country Germany
Address Linkstraße 2, 10785 Berlin, Germany
Facilitator /
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AzurIA

Organization type Micro (< 10 staff headcount)
Industry sectors SAFE, SCS, Other(s)
Services provided /
Description AzurIA adopts a system-based approach of the customer's 

restrictions to build customized Artificial Intelligence models 
embedded on low consumption chips: 
•    Generation of the training/testing image database,
•�Development of the AI model depending on the quantity and 
quality of the datasets,
•�Deployment of the AI model on the electronic chip in line with 
the requirements of the customer (power consumption, latency, 
AI metrics, etc.).

Keywords /
Phone /
Email frederic.feresin@azuria.earth
Webpage https://www.azuria.earth/
Country France
Address 2405 Rte des Dolines, 06560 Valbonne, France
Facilitator /
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Sceptive LTD

Organization type Micro (< 10 staff headcount)
Industry sectors Other(s)
Services provided /
Description Sceptive founded in 2014 specialized on full stack security 

research and
serving banks, finance corporations, government institutions and 
various
private sector brands until then.
We understand that every business has unique security needs, 
which is why
we offer personalized and flexible solutions that can be tailored 
to meet the
specific requirements of the companies. In addition to these core 
services,
we also offer security awareness training for the people in any 
level.

Keywords /
Phone /
Email root@sceptive.com
Webpage https://sceptive.com/
Country Turkey
Address Caferağa, Arayıcıbaşı Sk. No:7, 34710 Kadıköy/İstanbul, Türkiye
Facilitator /
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Sonic Bee GmbH

Organization type Micro (< 10 staff headcount)
Industry sectors None
Services provided /
Description SonicBee ist das Unternehmen für Identity & Access 

Management (IAM), das innovative und intelligente Beratungs- 
und Managed Services anbietet, um Umternehmen schneller, 
intelligenter und sicherer zu machen. Wir sorgen dafür, dass alles 
und jeder in Ihrer Umgebung auf sichere, konforme und 
intelligente Weise auf Informationen zugreifen kann. Wir tun dies 
mit einem Team von sehr erfahrenen, auf IAM spezialisierten 
Experten. Darüber hinaus zeichnen wir uns durch die Fähigkeit 
aus, Lösungen aus der Geschäftsperspektive heraus zu 
entwickeln.

Keywords /
Phone /
Email info@sonicbee.de
Webpage www.sonicbee.de
Country Germany
Address Klostermeyergasse 3, 93047 Regensburg, Germany
Facilitator /
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Phished

Organization type Small (< 50 staff headcount)
Industry sectors LSEC
Services provided /
Description Phished is an AI-driven cybersecurity training platform, educating 

your employees
on a broad range of cybersecurity topics using advanced, 
automated phishing
simulations. Tailor-made learning based on personal knowledge 
and experience.
Automated Cybersecurity Training. Innovative CyberSecurity 
growth company focused on supporting organisations
protecting their employees, building the human firewall. By 
creating solutions to
protect in an office and home environments, Phished contributes 
to a safer internet.

Keywords /
Phone /
Email info@phished.io
Webpage https://phished.io/
Country Belgium
Address Bondgenotenlaan 138, 3000 Leuven, Belgium
Facilitator /
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ARMILIS

Organization type Micro (< 10 staff headcount)
Industry sectors None
Services provided /
Description We provide a full data integrity solution to ensure accuracy, 

consistency and completeness of data throughout its entire 
lifecycle, including the safety of data in regard to regulatory 
compliance — such as GDPR compliance or ISO 27001. Our 
system can be implemented in new or legacy system through a 
set of software or hardware connectors.

Keywords /
Phone /
Email emanuel.agnelli@armilis.com
Webpage armilis.com
Country Spain
Address C. de Martín Martínez, 4, 28002 Madrid, Spain
Facilitator /
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Quasr

Organization type Micro (< 10 staff headcount)
Industry sectors LSEC
Services provided /
Description Quasr is a SaaS (Software-as-a-Service) company in the 

cybersecurity space, in particular in Customer Identity & Access 
Management (CIAM).
Quasr allows developers to add authentication and privacy 
capabilities to their applications without having to be security 
experts, while offering the best user experience (UX) to their end 
customers.

Keywords /
Phone /
Email info@quasr.io
Webpage https://quasr.io/
Country Belgium
Address New Yorkkaai 93/bus 502, 2000 Antwerpen, Belgium
Facilitator /
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PRODAFT

Organization type Medium (< 250 staff headcount)
Industry sectors HSD
Services provided /
Description PRODAFT is a pioneering company in the cyber threat intelligence 

industry, supporting private and public sectors globally with its 
solutions. With a mission of preventing breaches before they 
happen, PRODAFT reduces the time and energy spent on analysis, 
interpretation, and verification of potential threats. 

Every day, hundreds of companies from critical sectors use 
U.S.T.A. SaaS platform to receive actionable insights right from 
the source.

PRODAFT (Proactive Defense Against Future Threats), helps 
prevent the significant impact of cybercrime operations.

Keywords /
Phone /
Email umay@prodaft.com
Webpage https://www.prodaft.com/
Country Netherlands
Address Wilhelmina van Pruisenweg 104, 2595 AN Den Haag, Netherlands
Facilitator /
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SAMA PARTNERS Business Solutions GmbH

Organization type Small (< 50 staff headcount)
Industry sectors Other(s)
Services provided /
Description SAMA PARTNERS, one of Germany’s leading IT and engineering 

consultancies in the field of security and has been adapted and 
expanded to meet the needs of your business. In addition, we set 
up our Security operations solutions and matured our Security 
Operation Center (SOCurity®), an additional line of proactive and 
defense for our partners. Based on our security core 
competencies (information security & cybersecurity), we pursue 
an integrative approach in order to link the areas of classical IT 
with the business processes while meeting the requirements of 
operational and industrial IT.

Keywords /
Phone /
Email wissem.zouaghi@samapartners.com
Webpage https://www.samapartners.com/
Country Germany
Address Hermsheimer Str. 3, 68163 Mannheim, Germany
Facilitator /
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ITTI Sp. z o.o.

Organization type Medium (< 250 staff headcount)
Industry sectors SAFE
Services provided /
Description ITTI is a company (SME) from IT sector with long experience in 

R&D
projects for European Commission (20 years), European Defence 
Agency (15 years), and
European Space Agency (9 years). The company has a dedicated 
CBRN department, which
specializes in the design and development of chemical and 
radiological detection systems,
wireless network of sensors, novel hardware units for CBRN 
networks (e.g. sensor nodes,
and microcontrollers, etc.), sensor data post-processing 
(including data fusion algorithms
development) and Command & Control systems dedicated to 
first-response teams.

Keywords /
Phone /
Email sekretariat@itti.com.pl
Webpage www.itti.com.pl/
Country Poland
Address Rubież 46, 61-612 Poznań, Poland
Facilitator /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

107 of 113



UAB Iterato

Organization type Small (< 50 staff headcount)
Industry sectors None
Services provided /
Description Iterato is a highly experienced team dedicated to providing 

software development solutions mostly focusing on business 
process automation, legacy modernization, and custom software 
development.  Our main goal is to create automated processes 
that are more effective and beneficial for our customers. Having 
in-house competencies of frontend and backend development, 
testing both manual and automated, DevOps, UX/UI, scrum 
mastering, project management, and business analysis our 
specialists are creating an ultimate customer experience.

Keywords /
Phone /
Email info@iterato.lt
Webpage https://iterato.lt/
Country Lithuania
Address Verkių g. 34B, 08223 Vilnius, Lithuania
Facilitator /
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Nuuk Technologies Sl.

Organization type Micro (< 10 staff headcount)
Industry sectors None
Services provided /
Description Nuuk Technologies is an innovative software-based company that 

orchestrates visual intelligence in complex and dynamic contexts 
like emergencies. We design, develop and sell a software 
platform that improves the effectiveness, the productivity of first 
responders while reducing their response time.
Our platform FlexControl, is a collaboration platform that enables 
emergency services to manage in an agile manner the multimedia 
resources (CCTV, drones, smartphones, sensors, etc) required 
and available in emergency contexts regardless of the network 
where they are located.

Keywords /
Phone /
Email albert.algans@nuuk.ai
Webpage https://nuuk.ai
Country Spain
Address Mikeletegi Pasealekua, 56, 3o, 20009 Donostia, Gipuzkoa, Spain
Facilitator /
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OPTIMIZ NETWORK

Organization type Micro (< 10 staff headcount)
Industry sectors SCS, Other(s)
Services provided /
Description OPTIMIZ NETWORK is an infrastructure and services operator 

specializing in new technologies and more particularly in the 
implementation of solutions related to the Internet of Things (IoT) 
for "Smart" environments (Smart City, Building, Industry) . We thus 
translate the needs of local authorities, companies and 
industrialists, by offering agnostic, adapted and interoperable 
solutions, which do not only have the success of their projects as 
their sole objective

Keywords /
Phone /
Email contact@optimiz-network.fr
Webpage https://optimiz-network.fr/
Country France
Address Bâtiment des Hautes Technologies, 20 Rue Professeur Benoît 

Lauras, 42000 Saint-Étienne, France
Facilitator /
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MND İzolasyon ve Teknoloji Sanayi Ticaret Anonim Şirketi

Organization type Medium (< 250 staff headcount)
Industry sectors None
Services provided /
Description MND is a umbrella company to different high tech topics. After 

acquiring Bilims, a secure embedded device development 
academic spinoff startup, a R&D center is build. The main 
research area of this R&D center is developing secure robotics 
solution for industry. Cyber security is the key component that 
covers all the development and operation phase of our robotics 
solutions. We have autonomous mobile platforms from 1 to 10 
metric tonnes. We carry automotive or airplane parts in 
warehouses. But we try to mitigate against an attacker, not an 
auditor.

Keywords /
Phone /
Email info@bilims.com
Webpage https://bilims.com
Country Turkey
Address Kazım Karabekir, 418. Sk. No:3, 45040 Manisa Merkez/Manisa, 

Türkiye
Facilitator /
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Daspren

Organization type Micro (< 10 staff headcount)
Industry sectors Other(s)
Services provided /
Description Daspren is specialized in cybersecurity using AI. Its mission is to 

defend defends companies with sensitive and strategic data 
against new ransomware with patented data-centric artificial 
intelligence. Our innovation, originating from Inria, is patented

data against zero-day ransomware, undetectable by existing 
protections. Our approach integrates artificial intelligence to 
detect malicious access to data, independently of the known 
ransomware bases. Our innovation, originating from Inria, is 
patented

Keywords /
Phone /
Email belkacem@daspren.com
Webpage https://www.daspren.com/
Country France
Address 263 Av. Général Leclerc, 35042 Rennes, France
Facilitator /
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DTec Biometrics

Organization type Micro (< 10 staff headcount)
Industry sectors None
Services provided /
Description DTec is a SME focused on speech technologies with a priority in 

security applications: Voice Biometrics, Voice Cloning Detection, 
Speech Recognition and Audio Watermarking.

Applications include:
- Forensic acoustics for law enforcement organizations.
- Secure authentication in call centres or mobile/web 
applications.
- Physical access control.
- Streaming media tracking by content.
- Detection of speaker impersonation attacks based on advanced 
AI vocoders.

Related new voice technologies in our roadmap: sentiment 
analysis and stress level detection, age and gender estimation.

Keywords /
Phone /
Email rdelgado@dtec-bio.es
Webpage https://www.dtec-bio.es
Country Spain
Address Madrid, Spain
Facilitator /

Generated by: marielle.campanella@pole-scs.org | SECURITY SOLUTIONS MAPPING (https://
mapping.securit-project.eu/)

113 of 113


