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Agenda

1. SecurIT 2nd Open Call introduction and requirements

2. Selection Process and criteria

3. How to apply

4. Tips for applicants

5. Q&A

6. Pitches
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SecurIT project ïwhat is about?
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SecurIT
New industrial value chain for Safe, sECure and Resilient cities and Territories

Main objectives

1. To support European security SMEs in the development of innovations for safer and
more resilient territories and cities;

2. To co-finance and support the development of collaborative projects allowing the
prototyping and experimentation of technological solutions in security, taking into account
ethical, legal and societal challenges;

3. To promote cross-border cooperation between SMEs and other innovation actors.

How ?

ÅVia the allocation of funding according to the principle of cascade funding (FSTP).

When?

2 Open Calls: x 1st OC: January 2022 x 2nd OC January 2023
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SecurIT partners
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France Security and aerospace cluster Coordinator

Belgium Cybersecurity cluster Partner

France IT Cluster Partner

Lithuania

Lithuanian Cybercrime Center 

of Excellence for Training, 

Research and Education

Partner

Nertherland
Hague Security Delta ï

Security Cluster
Partner

France IT Cluster Partner

Denmark
Cluster: security, defence, 

space, cybersecurity
Partner

Poland
Non profit private organisation 

Innovation Management
Partner
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SecurIT 2nd Open Call - introduction
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SecurIT open call in brief

üUp to 21 projects will be supported (at least 42 SMEs)

üConsortia composed of at least 2 SMEs

ü2 Funding Intruments:

Prototyping Instrument

Up to ú74.000 per 1 project (max. ú60.000 per SME) 

Demonstration Instrument

Up to ú88.000 per 1 project (max. ú60.000 per SME)

üUp to 12 months support period
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Who are we looking for?

Additional requirements:

Åat least one SME should be a technology/IT solution provider,

ÅNo capital or personal links among consortium partners,

Åexperience in the project domain (recommended)

ÅAn SME already supported under SecurIT 1st Open Call cannot receive funding under 2nd Open Call, 

Å The SecurIT partners or their affiliates or employees, are NOT considered as eligible applicants and can NOT apply for funding. 
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Consortia of at least 2 SMEs  [registered legal person] established in:

ǒThe Member States of the European Union and its Overseas Countries and Territories (OCT) or

ǒAssociated Countries to H2020

ǒUnited Kingdom



How can I find the consortium partner?
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Join SecurIT Matchmaking sessions: 

ü18 January 2023

ü8 February 2023
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How can I find the consortium partner?
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Join the upcoming SecurIT 
Matchmaking session: 

ü18 January 2023 8:30am

Link for registration

Å Create your profile

Å Promote your expertise 

AND/OR project idea

Å Get visible to other 

European SMEs

Å Schedule meetings with 

them

Å Meet the right partners 

to apply to the Open Call
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How can I find the consortium partner?
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SecurIT mapping of security solutions ïrelease 1

First release published as a .pdf in January 2022

87 offers from 87 European SMEs, members of the 7 SecurIT clusters
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https://securit-project.eu/storage/2022/02/D2.3-Cybersecurity-and-Security-sector-offers1.pdf
https://securit-project.eu/storage/2022/02/D2.3-Cybersecurity-and-Security-sector-offers1.pdf


How can I find the consortium partner?
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SecurIT mapping of security solutions ïrelease 2

Online version of the mapping 

catalogue

To be finalised and published in 

February 2023
work in progress
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Ideal type of projects

SecurIT is looking for projects that address the development and implementation of technology and 
systems related to the specific challenges in the following areas:

ǒ cybersecurity,

ǒ digital applications applying to security solutions.

WARNING! The development of the solutions within the project should have a clear focus on civil 
applications. SecurIT will not accept proposals with a military focus.

The demonstrators that will be implemented should be tested in operational environments. The 
demonstrations can be considered very near to market exploitation.

TRL ïTechnology Readiness Level

Application phase: minimum TRL 5

End of Support Program: minimum TRL6/7 (Prototyping Instrument) and minimum TRL 8/9 
(Demonstration Instrument)
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How to choose the right instrument?

Depending on the maturity of the solution:

if SMEs are interested in building the prototype/MVP of the solution: 

should apply to Prototyping Instrument

If SMEs already have a prototype/MVP and would like to pilot them: 

should apply to Demonstration Instrument

Remember that for the demonstration instrument we are expecting that applicant

describe the demonstration process and environment in the application form

14

Open Call Webinar ï12 January 2023



15

What are the SecurIT Challenges?

Open Call Webinar ï12 January 2023



SecurIT Challenges

The challenges have been defined around 3 main domains:
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1. Sensitive infrastructure protection

Å Goal: Sensitive infrastructure protection pertains to the securing of assets and systems that are essential for the functioning of a society 

and economy

Å Targeted end users: Seveso-rated and Life-Saving Industrial Facilities; airports; hospital infrastructure; energy suppliers and operators, 

(e.g. electricity, gas, telecommunications, etc.).

Å Solutions: have to integrate the following considerations: maintainability, acceptable price, anticipation of analysis and interoperability 

with existing solutions.
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SecurIT Domains Sub-domains NÁ Challenges and potential areas of needs

Domain #1: 

sensitive 

infrastructure 

protection

Cybersecurity 1.1
Development of cybersecurity solutions for sensitive infrastructure

protection

Operations 1.2 Optimisation of communication networks and alert systems

Identification and

access control
1.3

Development and optimization of identification and access control for

rapid access in the site, all while ensuring that no one and nothing

that enters poses a security risk

Zone security and

perimeter protection
1.4

Development of solutions to detect and locate any intruders that have

managed to penetrate the perimeter protection and barriers to block

intrusions
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2. Disaster resilience
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Å Goal: Instruments that facilitate improved prevention and preparedness in crises, extreme events and natural disasters. This domain 

focuses on climate-related risks and extreme events, geological disasters such as wildfires, earthquakes, tsunamis, and pandemics, but also 

accidental disasters and human-induced disasters (food safety, industrial accidents, infrastructure failures, nuclear accidents, and others).

Å Targeted end users: first responders; cities and territories and their governmental structures.

Å Solution: the solutions developed in this area will have to take into account the involvement and acceptance of citizens, transparency. All

solutions will need to ensure business continuity.

SecurIT 

Domains
Sub-domains NÁ Challenges and potential areas of needs

Domain #2 -

Disaster 

resilience

Prior to crisis ïprediction:

Risk knowledge and evaluation
2.1 Optimisation of prediction of disaster

During the crisis: Mass

communication and warning

systems

2.2
Optimisation of communication and warning systems in

case of disaster

After the crisis: Post event

analysis and recovery
2.3 Development of solutions for a better recovery
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3. Public spaces protection
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Å Goal: The goal is to have a more connected city, integrating artificial intelligence, cloud computing and big data technologies that will 

give to the population a more active role in serving the community.

Å Targeted end users: Cities and territories (security of public roads); venues open to the public (e.g. stadiums; concert zones, train 

stations, etc.).

Å Solutions: The solutions developed in this area will have to take into account the legal constraints of protection of personal data.

SecurIT Domains Sub-domains NÁ Challenges and potential areas of needs

Domain #3 - Public 

spaces protection ï

major events

Detection, alert and behaviour
analysis

3.1 Gather and Manage real time information

Analysis 3.2
Analyse and extract pertinent and potentially crucial 

information as quickly as possible

Command and control 

(resource management) 

and decision- making support
3.3 Communication networks and post -event analysis

Data protection and 

cybersecurity/cybercrime
3.4 Detection
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Ideal project examples

Example 1 Challenge to solve: identification 
and access control:

A consortium of 2 SMEs from Austria and Spain
proposes a digital system that permits access
control with an intelligent badge system for
authorized persons in charge of protection of
critical or sensitive venues. The consortium
applies to the demonstrator instrument, in order
to test in a near-real environment their solution,
addressing challenge 3 - identification and
access control. They are assisted for this by the
safety director of an industrial SEVESO site that
will provide the field for experimentation and
testing of the solution.
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Example 2 Challenge to solve Prior to crisis ï

prediction/Risk knowledge and evaluation)

1 SME from the Netherlands and 1 SME from

Bulgaria gather into a consortium to develop

tools to map the vulnerability of the territory, i.e.

the conjunction between natural disaster

potentiality and human capability to face the

event. The product they develop here goes

beyond the state of the art, uses AI and

integrates aerial imagery and past event

consequences analysis or a societal filtered

analysis.

More examples you will find in GfA
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Examples of project selected in 1st Open Call

For more inspiration, please check the 21 projects selected for funding under the SecurIT 1st Open 

Call here: https://securit-project.eu/funded-projects/

Å
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Examples of project selected in 1st Open Call

For more inspiration, please check the 21 projects selected for funding under the SecurIT 1st Open 

Call here: https://securit-project.eu/funded-projects/

Å

22

Open Call Webinar ï12 January 2023

https://securit-project.eu/funded-projects/

